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3.5.9 Environmental 
DOCCS will provide space, electricity and HVAC to support up to two (2) nineteen-inch racks for 
premise-based equipment. The vendor is responsible for any additional requirements beyond 
ambient temperature and standard power. 

Describe any additional requirements in your proposal and include the plan to provide 
those requirements. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

Securus does not have any additional requirements beyond ambient temperature and standard 
power; however, in the event that other requirements are discovered during the site survey 
process, Securus will provide the required environmental items as well as a written plan to their 
provision.  The table below provides the estimated power requirements.  This table is 
representative of ALL potential pieces of equipment, not an exhaustive list of equipment that will 
be located at each facility.  
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3.5.10 Servers and Processors 
Provide full specifications and product literature/brochures for all equipment required including, 
but not limited to, call processors, servers, storage devices, workstations and related 
components. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

3.5.11 New Equipment 
The contractor shall replace all existing premise-based equipment between the main distribution 
frame and the network point of presence with new equipment. All call processors, routers, 
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multiplexers, channel banks, gateways, switches or any required system component shall be 
new. 

Provide full specifications and product literature/brochures for all proposed new 
components. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

Please see section/tab – REQUESTED DOCUMENTS (page 531) 

 

     Software Enhancements and Upgrades 
The vendor shall provide software enhancements and upgrades for either proprietary or third-party 
software required by the proposed Inmate Telephone System (ITS), including wireless tablets, when 
the enhancement and upgrades are generally available in a customer production environment. The 
vendor shall be responsible for maintaining the installed ITS at the latest general release of the 
system software for all systems including the system administration or system reporting 
terminals/PCs. The vendor must upgrade or replace all third-party software and/or hardware prior to 
any end-of-support date set by the third-party provider. All software changes shall be preapproved by 
DOCCS and must utilize approved change management procedures and configuration management 
processes as defined under Configuration Management in Section 3.2.2. 

Provide complete documentation for all software upgrades or enhancements. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

The Securus solutions proposed will be implemented at the latest general availability release, 
eliminating the need for Upgrade or Enhancement documentation at the outset. However, as the 
contract term progresses all required documentation for all proposed systems will be provided 
for DOCCS preapproval and authorization. Each update will follow the strict change control 
methodology as outlined in section 3.11.1 of this proposal as well as the processes as defined 
under Configuration Management in Section 3.2.2. 

Software Upgrades 
We recognize that the challenges you and your officers face every day never stop evolving. When 
designed our centralized platform, one of our chief objectives was deploying a system that 
provided upgrades to all customers at regular intervals with no downtime. We achieved that 
objective with SCP. Securus provides upgrades to all of our customers three to four times 
annually through a proven and tested after hours process that allows all sites to immediately 
realize the benefits each upgrade. Our system delivers proven features driven by input from the 
most recognized corrections and law enforcement agencies in the nation. 

Maintenance events are always preceded by a splash screen displayed at login notifying the 
facility of the upcoming upgrade and new features are discussed with customers prior to 
implementation. These system updates are more than simple changes. They provide meaningful 
features and new capabilities, which drive greater officer and community safety, staff efficiency 
and improved investigative response times. 
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The following image shows the sample splash screen that notifies users of upcoming 
maintenance. 

 

Splash Screen
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     Maintenance 

The vendor shall be solely responsible for the maintenance and support for all system components 
including telephones, pedestals, enclosures, circuits, network components, software, call processors 
and all other elements of the system. 

Describe the maintenance and support capabilities, methods and procedures as related to the 
subsections below. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

Securus provides superior customer service from a state-of-the-art operations center located in 
Carrollton, Texas. More than 50 technicians staff the Securus Technical Support Center (TSC) to 
ensure prompt problem resolution. The average tenure of our support management is five years 
and our technicians average four years.   

Securus Maintenance and Technical Support 
Services 
The Securus TSC serves as a single point of contact for facility staff to request service 24 hours a 
day, seven days a week, 365 days per year. There are four ways to contact the TSC:   

 Telephone:  866-558-2323 

 E-Mail:  technicalsupport@securustech.net 

 Fax:  800-368-3168 

 Web portal @ http://www.securustech.net/facility.asp 

The TSC uses a call distribution system to manage the flow of inbound customer calls 
automatically routing calls directly to our support technicians in a skills-based, platform specific 
manner. Securus establishes response times and service level agreements that accomplish our 
objective of providing timely resolution to each request.  

Technicians assign each service request one of three initial priority levels, each with resolution 
and escalation timelines. Every effort is made to resolve the problem remotely within the 
designated timeframes, and Securus resolves most service requests during the initial request. If 
necessary, a field service technician is dispatched to the facility to expedite resolution.   

The TSC uses an event tracking system that logs, tracks, manages and assures appropriate 
response to all service requests. The service request generates a trouble ticket with priority level 
assignment that drives diagnosis and response processes. The support technician performs initial 
problem diagnosis and isolation procedures, determines the nature of the problem and either 
resolves the problem or engages an appropriate party for problem resolution. The TSC retains 
ownership of all service requests and is responsible for the escalation and update functions.   
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Service Response Times and Escalations 
Priority 

Level 
Service Priority 

Description 
Response 

Time 
Customer 

Communication 
Guideline 

Escalations 

P1 

DOCCS 
Levels 

1-2 

A P1 is our highest service 
level defined as 30% or 
more of the functionality 
of the System being 
adversely affected by the 
System Event. Examples of 
P1 service assignments 
would include items such 
as no voice prompts, 
features not operating 
appropriately, inability to 
burn CD’s, issues with 
listening to live calls, 
inability to access S-Gate, 
all phones down. 

2 hours  Securus 
Technical 
Support 
Center notifies 
the facility 
when the 
service issue is 
resolved 

 If a technician 
is required, 
Securus 
Dispatch or 
Field Service 
Technician 
contacts the 
customer with 
an estimated 
time of arrival 

 If response is 
delayed, escalation 
procedures within 
Securus’ 
Management Team 
are activated to 
ensure appropriate 
resources are 
allocated to resolve 
the service request 

 Technical Support 
Manager & Field 
Service Manager 

 Technical Support 
Director & Field 
Service Director 

 VP Service & 
Operations 

P2 
DOCCS 
Levels 

3-4 

A P2 assignment defined 
as 5% to 29% of the 
functionality of the System 
being adversely affected 
by the System Event.  
Examples of a P2 service 
assignments would 
include items such as 
workstation, specific 
system ports, LEC circuits, 
unblocks, block numbers, 
missing CDRs, call 
searching. 

24 hours  Securus 
Technical 
Support 
Center notifies 
the facility 
when the 
service issue is 
resolved 

 If a technician 
is required, 
Securus 
Dispatch or 
Field Service 
Technician 
contacts the 
customer with 
an estimated 
time of arrival 

 If response is 
delayed, escalation 
procedures within 
Securus’ 
Management Team 
are activated to 
ensure appropriate 
resources are 
allocated to resolve 
the service request 

 Technical Support 
Manager & Field 
Service Manager 

 Technical Support 
Director & Field 
Service Director 

 VP Service & 
Operations 

P3 
DOCCS 
Level 5 

A P3 assignment defined 
as less the 5% of the 
functionality of the System 

72 hours  Securus 
Technical 
Support 
Center notifies 

 If response is 
delayed, escalation 
procedures within 
Securus’ 
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being adversely affected 
by the System Event.  
Single and multiple 
phones related issues. 
Examples of P3 service 
assignments would 
include items such as 
static on the phone, a 
party not being able to 
hear, unable to dial, a 
broken phone, dial pad 
not working, cutoff 
switches not working, and 
inability to generate 
reports. 

the facility 
when the 
service issue is 
resolved 

 If a technician 
is required, 
Securus 
Dispatch or 
Field Service 
Technician 
contacts the 
customer with 
an estimated 
time of arrival 

Management Team 
are activated to 
ensure appropriate 
resources are 
allocated to resolve 
the service request 

 Technical Support 
Manager & Field 
Service Manager 

 Technical Support 
Director & Field 
Service Director 

 VP Service & 
Operations 

 

Securus employs approximately 170 field service associates including 9 Regional Managers and a 
centralized Field Dispatch team to support our national customer base, and also utilize a 
significant number of 3rd party representatives to support MBE/WBE requirements. The Field 
Service Technicians (FST) are strategically positioned to meet the response time requirements of 
our customer‘s and reside near each customer location. FSTs are all required to have extensive 
telecommunication background and are Securus-certified to service our product offerings. The 
FTSs have direct access to senior technical support and engineering resources to expedite repairs 
and minimize customer downtime.  

Workflow 

Once our centralized Technical support operation determines that an issue requires on-site 
service, our dispatch team contacts the assigned FST and establishes an estimated time of arrival. 
The Dispatcher or the FST immediately communicate the time of arrival to the facility. Upon 
arrival at the facility, the FST will meet with the primary site contact to review the problem and 
perform the necessary repairs. Repairs typically involve repairing or replacing a defective part or 
wiring or correcting configuration settings. 

Upon resolving the primary issue, the Field Service Technician will perform a system check to 
detect any unreported issues and conduct preventative maintenance checks while on-site, 
including:  

• Cleaning out the system filters  

• Testing system features and functionality  

• Testing of individual phones 

• Performing workstation(s) inspections. 
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Problems identified during this check are addressed by the Field Service Technician during the 
same visit unless additional parts are required to resolve the issue. 

Upon completion of the repairs, the FST will validate problem resolution with the primary site 
contact and obtain sign-off on the repairs performed. After obtaining sign-off, the FST will record 
the transaction in our problem management system through his or her laptop.  

Service Parts 

Securus field service technicians maintain a working level of spare parts for minor repairs 
consisting of telephone sets, handsets, dials, and replacement circuit boards, either on-site or in 
their truck. If a technician does not have required a part, Securus will drop-ship the item to the 
site. Securus will ship counter-to-counter on the same day in critical situations.  

Quality 

Securus sends an e-mail customer satisfaction survey to the primary site contact following each 
service event. Customer concerns are immediately escalated to the Regional Service Manager and 
the National Service Director. The Regional 
Service Manager is required to contact the 
customer within 24 hours to better 
understand the concern and implement a 
correct action plan. Securus executives review 
the summary of each issue along with the 
corrective actions on a monthly basis. Our 
current survey results show 94% satisfaction 
with Field Service with 77% indicating they 
were “delighted” with the service they 
received.  

Implementation 

Our preliminary implementation plan includes 
transitional meetings that detail the setup of 
proposed applications and tasks associated with the transition from the current system to 
Securus’ Secure Call Platform (SCP). Securus has extensive experience preparing locations for 
system implementation without disrupting the facility’s existing service. All hardware, phone 
lines, and workstations will be in place before replacing the telephone instruments and cutting 
over to SCP. 
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3.7.1 Maintenance Responsibility 
Malfunctions which cannot be immediately diagnosed and pinpointed to a certain item of 
equipment or particular service will require the participation of all service suppliers until 
responsibility for the problem has been unequivocally established. As a part of maintenance 
responsibilities, the contractor shall represent DOCCS with the regulated telephone company, 
network provider, or any other third-party service provider, in order to identify and correct 
problems with service. 

In no instance shall the failure to resolve the issue of responsibility relieve the contractor from 
the obligation to restore system operability with the least impact on the availability of service. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

3.7.2 Damage 
The vendor shall be responsible for the repair or replacement of all equipment damaged 
regardless of the cause including, but not limited to, inmate damage, natural disaster, and 
DOCCS’ actions or operations at no cost to DOCCS. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

3.7.3 Maintenance Window 
All scheduled maintenance must be performed outside of the normal ITS operating hours which 
are currently 7:00 a.m. to 11:00 p.m. ET. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

3.7.4 Maintenance Center Location 
Within 14 days of notification of selection, the vendor shall detail the location and number of 
maintenance staff, the staff experience, DOCCS’ facilities to be supported by each location, and 
procedures to provide on-site maintenance service at all the DOCCS’ locations with vendor 
provided equipment to meet DOCCS performance requirements. If the origination points for the 
maintenance staff are their homes, rather than a maintenance center, the staffs’ origination 
addresses must be provided. It is a mandatory requirement of this RFP that the vendor agrees 
to have maintenance personnel within a three (3) hour drive from their origination addresses to 
each of DOCCS’ locations throughout New York State. Failure to do so will result in a breach of 
contract.  A map of the DOCCS’ facility locations is provided in Attachment B. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

3.7.5 Maintenance Staff Experience 
Service personnel must be trained and experienced with installation and maintenance of the 
proposed system and equipment. DOCCS reserves the rights to request copies of training 
certificates for service personnel and to reject any maintenance personnel it determines to be 
unqualified to perform maintenance service on the proposed equipment. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
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3.7.6 Preventive Maintenance 
The vendor shall conduct an on-site inspection and preventative maintenance service for all 
premise-based equipment provided on a quarterly basis at a minimum. The vendor shall certify 
the completion of the quarterly inspection and notify DOCCS of any equipment changes. Provide 
a sample of the proposed preventive maintenance report and certification form, including but not 
limited to, components to be tested, and pass/fail criteria for each component. 

The proposed schedule shall be consistent with DOCCS’ operating requirements and shall be 
based upon the specific needs of the equipment being maintained. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

3.7.7 Remedial Maintenance 
DOCCS will maintain a call screening service for all facilities. All service calls will be placed by 
DOCCS or its agent. Facilities will have the option to call in service issues at DOCCS sole 
discretion. Remedial maintenance shall be performed upon notification to the vendor that the 
equipment/service is inoperable or unsuitable for operation. The contractor shall be responsible 
for assuring that on premise service for each request is provided in accordance with the DOCCS’ 
service requirements as defined in Section 5. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

3.7.8 Maintenance Request Reports 
The vendor shall furnish DOCCS with a monthly report, in a format to be determined by DOCCS, 
of all maintenance requests. The report shall include, at a minimum, the following data for each 
request for assistance: 

• Date and time notified 

• Date and time of arrival 

• Description of malfunction reported 

• Diagnosis of failure and work performed 

• Date and time failure was corrected 

• Name of person performing the service 

• Name of person and agency reporting trouble 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

     Transition/Migration 
The vendor shall assume responsibility for all inmate telephone services effective on a specific date 
to be set by DOCCS prior to the official contract award and act as the DOCCS’ agent to assure 
uninterrupted ITS operations as of that date. The vendor shall be responsible for establishing 
agreements with the existing provider as required to maintain all existing services and functions. 
Pursuant to the previous ITS contract, the existing vendor has committed to deliver to DOCCS a 
Phase-Out plan 80 calendar days before contract completion or termination and to maintain contract 
compliance during the period of time leading up to the contract expiration of termination. During 
turnover of the ITS systems to the successor contractor, the incumbent will deliver an inventory of all 
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vendor-owned property at all DOCCS’ locations and any outstanding requests/enhancements/issues 
to DOCCS. At DOCCS’ direction, the existing vendor will turn over all vendor-provided equipment at 
all DOCCS’ locations by close of business on the last day of the contract. 

Describe the plan to migrate from the current DOCCS’ ITS system to the proposed system. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

Securus has proven experience with Integration. Securus currently integrates with more than 110 
different vendors worldwide and more than 60 independent, facility-owned systems and shared 
databases.  Securus has extensive experience with migration from GTL-based systems, 
highlighting our recent integrations with Georgia, Arkansas, Pennsylvania, Connecticut and 
Missouri Department of Corrections.  Please see section 3.8.1 for a complete Project Plan 
including Transition/Migration. (page 226) 

Securus Dedicated Integration Team 
Securus has a dedicated Integration Department that integrates various systems and products in 
the corrections environment. This dedicated Integration Department allows Securus to deliver 
fast and flexible solutions for our customers. The Securus technology has the flexibility to work 
with facility-owned systems, JMS, OMS, Commissary, Banking, and Kiosk vendors. Securus will 
fully cooperate with your facility and your vendors to automate systems.  

The most common technologies Securus uses include SOAP Web Services, HTTP, FTP push or pull 
of files in any textual format, JSON, XML-RPC, and TCP Sockets. All of these methods integrate 
over secure connections.  

Securus can modify your data format for migration into our platform, without costly code 
modifications. Securus integration engineers consult with facilities’ IT departments or system 
providers to determine the best integration strategy for each specific application. 

Securus Integration Process 
The dedicated Securus Integration team designs, develops, tests and implements all custom 
integrations with corrections industry vendors and banking systems to deliver fast and flexible 
solutions for our customers. This process is part of the overall Project Plan for the installation of 
the Securus Secure Call Platform (SCP). Major milestones include: 

 Collect Preliminary Needs/Requirements 

 Contract Signed 

 Finalized Requirements document 

 Approved Scope Statement 

 Finalize Design Document  

 Schedule Customer Implementation 
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 Develop Custom Integration Solution 

 Test Custom Integration Solution 

 Implement Custom Integration Solution 

 Customer Approval and Sign-off 

 

PIN Generation 
The Securus Secure Call Platform (SCP) enables a facility to set up Personal Identification 
Numbers (PINs) for each inmate. The system can be configured to require inmates to enter their 
PIN before making a phone call. 

PIN generation can be uploaded from a OMS or Commissary provider using the Securus E-
Imports application, web services or a custom integration. PINs can also be manually input 
through the SCP user interface.  

PINs can be linked an inmate’s Custody Account for all inmate information including allowed 
calling schedule, call durations, and more. The number can be configured as a number from 4 to 
16 digits in length.  Each inmate can be issued a unique PIN.   A common practice for PINs is using 
a combination of fields, such as the last four digits of the jacket ID and the birth month and day of 
the inmate.  

Additionally, some OMS platforms can generate a 4 to 16 digit PIN randomly and send it to SCP 
via an integration. This option is beneficial because it enables the booking officer to give an 
inmate their PIN, so they can begin making calls immediately.  

PIN Operations 

PIN operations through SCP are highly flexible. Facilities can enable or disable PIN operations at 
the facility, inmate account, or phone level. For example, facility personnel may choose to enable 
PIN operations for maximum security or long-term areas, and disable PIN operations for 
overnight, work release, or trustee areas. SCP has no limit on the number of PIN or non-PIN 
inmate telephones operating at the facility. 

For phones programmed for PIN operations, each inmate must enter their PIN before making a 
telephone call. By using their PIN, they create an audit trail that that shows the inmate that placed 
the call, the date and time of the call, and the number that called. PINs also enable facility staff to 
authorize or restrict specific inmates from calling specific numbers. 

PIN Restrictions 

PINs can be used to restrict inmate calls at the facility, phone, or inmate account level. For 
example, facilities can identify and lock PINs to a phone or group of phones within a facility. Site 
administrators also have the ability to transfer PINS, or a single PIN, when inmates change 
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housing units. Transferring PINs can also be automated through our Securus E-Imports 
application, web services or a custom integration. 

OMS Integration  

The Securus SCP can be integrated with a facility’s offender management system (OMS) or 
Commissary system so that the inmate PINs are automatically transferred, activated and 
deactivated based on the inmate’s status. If an inmate is released, the inmate’s PIN is stored and 
can be reactivated along with call detail records and inmate recordings if the inmate returns to 
the facility.  

Examples of fields that can be automatically populated in SCP from an OMS or Commissary 
integration include:  

 First Name − Inmate’s first name 

 Middle Name − Inmate’s middle name  

 Last Name − Inmate’s last name 

 Birth Date − Inmate’s date of birth  

 Social Security Number (SSN) − Inmate social security number  

 Account Number − Inmate’s prison ID, jacket ID, or docket number, to be used as the 
SCP inmate custody account number. Any number permanently assigned to an inmate 
hat does not change if they are released and booked back into the facility.  

 PIN − 4 to16 digit code used by the inmate to place phone calls.  

 Activate Date − Date in which the inmate account became active in the system  

 Book Date − Date that the inmate entered the facility 

 Gender − Inmate gender 

 Housing − Location of the inmate 

 Race − Inmate race 

 Alert Level − Typically used for security status such as maximum, minimum, low risk, and 
death row 

 Max Call Duration − Call duration applied to each phone call placed by this inmate 

 Three-Way Detection − Setting to enable or disable three-way call detection for this 
inmate 

 Language Preference − Language in which the inmate speaks for reporting purposes 
(does not dictate the language of phone prompts) 

 Suspended − Setting to allow or prevent the inmate from placing calls 

 Suspend Start Date − Start date of calling privileges suspension 

 Suspend End Date − End date of calling privileges suspension 
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Securus currently integrates with more than 110 vendors worldwide, including: 

ABL Management, Inc.  FirsTech PTS Solutions 

Aramark FSG Software Sleuth 

Archonix Genesis Southern Software 

Beacon Software Solutions Global Software Spillman 

Canteen Golden Eagle Stellar 

CBM Guarded Exchange Stewart Commissary 

CenturyLink Huber & Associates Sungard/OSSI 

Cirqular/SecurManage ID Networks SunRidge Systems 

CIS Intellitech Swanson 

Cisco Intergraph Synergistics Software Inc. 

Compass Group 
J-CORR Technologies/Abbey 
Group 

Syscon 

Correctional Food Services Justice Data Solutions TAC-10 

Correctional Food Services/ITF Justice Software Tech Friends 

Cottrell Consulting Keefe Telerus 

CTS America Kimble Telus 

Cushing Technologies Lawrence and Associates Text and Data/JAMIN 

D&D Vending M&M Micro Tiburon 

Digitech/Jail Tracker MoneyGram Tiger 

DSI/ITI Netdata Touchpay 

DSSI New World TriTech Software Systems 

Eagle Advantage Northland IT Solutions Trinity Services Group 

edocTec Northpoint Institute, Inc. Turnkey 

EForce Oasis Tyler Technologies 

E-Justice/Crime Cog Premier Supply Link UniSys 

Embarq Prevatek VisionAir 

Emergitech Primonics Western Union 

EnRoute 911 Pro Phoenix Windspeed Software 
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EZ Card and Kiosk PTS Zuercher Technologies 

 
 

3.8.1 Project Management 
Submit a proposed Project Plan in Microsoft Project format. Such plan must effect full 
statewide implementation within the required 90-day transition period. The Plan must include at 
least the following elements: 

• Implementation plan 

• Migration plan 

• Fallback plan 

• Risk management and mitigation 
plan 

• Acceptance test plan 

• Training plan 

• Communications plan for both 
the DOCCS’ users and the non- 
DOCCS’ users 

• Performance and service level 
plan 

• Project reporting process and 
mechanisms 

• Change management process 

• Configuration management plan 
 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

Project Implementation (Pre-Installation) 

 
PRE INSTALLATION PROJECT IMPLEMENTATION  

DOCUMENT SUMMARY 
 
Securus Technologies is dedicated to precision and accuracy in our deployment procedures.  To 
assist in our performance, Securus follows project management architecture to maintain and record 
the scope and performance of the implementation through the following documentation. 

 Project Charter 
 Project Communications Plan 
 Project Risk and Issues Log 
 Project Contractual Requirements Tracker  

 

Project Charter – The Project Charter includes specific details and process procedures that are 
included in the scope of work of the project.  Within the Project Charter, we identify the project 
stakeholders and the roles and responsibilities of those identified; the project mission covering the 
business needs and project products; duration of the installation; scope of work associated to the 
responsible party; full description of the out of scope items; and the constraints and risks of items 
which may impact the installation from its projected project plan. Stakeholder signatures are 
captured within the Project Charter. 
Project Communications Plan – The Communications Plan will describe the method in which all 
communications will be supplied to the stakeholders throughout the installation.  Specific details 
regarding the conference bridge, meeting schedule, and description of the documents which will be 
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used through the installation are explained.  As a measure to maintain direction and focus, the plan 
will also describe the risk management process and change order requirements.  Authorized 
stakeholders will be required to approve a change order to the scope of work.  
Project Risk and Issues Log – The Risk and Issues Log is managed by the Project Manager during 
the installation.  The log is maintained to track and monitor items which may cause delays.  It is used 
to assist in driving directives to completion and generating any change controls to the scheduled 
operations. 
Project Contractual Requirements Tracker – The Project Contractual Requirement Tracker is a 
record of all product and feature requirements identified in the contract which are required to be 
included before they can be accepted as installed.   
 

By signing below, each stakeholder acknowledges the receipt and review of the 
following implementation documents and understands the scope of work which 
has been contractually agreed upon to be completed.  Signatures have been given 
by those in authority to speak for the agency.  Changes outside of the described 
procedures in the attached documents may be subject to charges accordingly.  
 
 
Stakeholder Name Signature Date 
   

Stakeholder Name Signature Date 
   

Stakeholder Name Signature Date 
   

Stakeholder Name Signature Date 
   

Stakeholder Name Signature Date 
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Project Implementation Plan (60 Days) 
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Migration Plan 
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Fallback Plan 
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Training Plan 

New York State Department of Corrections and Community Supervision 
(DOCCS) 

January 29, 2016 

 

Purpose 
The Purpose of this Training Plan is to analyze and outline training efforts for the New York 
State Department of Corrections and Community Supervision (DOCCS). 

This plan includes a course outline of training topics and exercises and potential training 
rollout options. 

 

Scope 
The scope of this Training Plan is to provide members of the New York State Department of 
Corrections and Community Supervision (DOCCS) on the Securus Call Platform (SCP).  

All training courses will include: 

• Course Introductions 
• Functionality of SCP 
• Hands-on exercises 
• Certification testing if desired 

The course descriptions and allotted times are discussed later in this document. 

Stakeholders 

Client Project Team: 

Name Role Phone Email 

    

    

    

    

    

 

 



 

 
SECURUS Technologies  319 

Securus Training and Project Team: 

Name Role Phone Email 

    

    

    

    

    

    

    

 

Audience 
The identified audience includes: 

• Command Staff 

• Administrators 

• Supervisors (Capt, LT, SGT) 

• Investigators 

• Correctional Officers 

• Inmates 

 

Course Registration 
Each student attending must register for training to attend.   Each attendee must have an 
accessible email address in order to register and attend the training and complete a 
feedback evaluation. 

Securus’ Training Team will provide a registration link for each training event. 

 

Presenters 
The Presenters will be the Securus Customer Training Team. 
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Training Deck 
All training material will be provided to training attendees via Securus University Learning 
Management System.    Each attendee will need to log into Securus University to download.  

1. Training PPTX Presentation for each product  

2. Job Aids and Reference Material  

3. Examination  

4. Feedback Evaluation  

 

Needs Analysis 
A needs analysis needs to be completed to determine the final scope of the training 
requirements.  This can be accomplished using a MS Excel template and fill-in-the-blank 
responses to specific questions for each identified role. 

This process should take no more than a week, depending on the amount of time to 
receive the responses for each role. 

Methodology 
Training 

Based on past experiences with technical training classes, if possible, each student should 
have an available computer to follow along and practice the procedures being trained. 
Whenever possible, classes should be full to maximize training time, resources, and dollars. 
However, the training schedule must accommodate the fact that all members of some 
departments cannot be gone at the same time. 

A combination of webinar and onsite training will be implemented. 

Webinar 

Webinar training is one of the best methods to train large numbers of personnel at 
multiple locations in the shortest amount of time.  Due to potential scheduling conflicts, 
content, and roles being trained, online webinars can be scheduled for all topics, as needed 
or in agreement with, the customer. 

Customer roles/students such as Read Only, Maintenance, and perhaps some Monitors or 
Administrators, that may not be actively using the system on a daily basis and who need 
mainly an overview of feature functionality, can easily learn the content via a webinar.  

Student content will be uploaded to the webinar and accessible by each registered student. 

Maximum Recommended Students per class:  Up to 150/webinar 
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Onsite 

Onsite training provides students with the opportunity to fully interact with the instructor 
in a classroom setting.  In the onsite training, students should each have a functional 
computer and be able to practice all procedures as they are being taught.  Student-
Instructor interaction is increased.   

Maximum Recommended Students per class:  20 

 

Role-based Training 

The training will be Role Based and each role identified by NY DOC could have a separate 
training schedule.  Pending the completion of the Needs Analysis, each role can be 
assigned to attend specific classes/webinars.  The following is a potential listing of topics 
that could be covered based on the roles and customer requirements. 

Each role would be trained in all of the primary functions of SCP in order to have a good 
understanding of SCP’s functionality and abilities.  Specifics of each training aspect would 
be dependent on the procedures associated with that role. 

Role Content Focus Note 
Command Staff All • General 

overview of SCP 
and it’s 
functionality 

• Reports 

Command Staff rights 
and roles are in some 
areas view and search 
only depending on 
client needs and 
analysis 

Administrators All • Reports 
• Admin Module 

Administrators 
typically focus in the 
areas of User 
Management but need 
a firm understanding 
of the system and it’s 
capabilities. 

Supervisors All except Admin 
Module 

• Super-user in 
areas not 
relating to User 
Management 

• Investigative 
strategies 

• Reports 

Supervisors are 
responsible for the 
daily operations in SCP 
and in assisting users 
in performing their 
tasks.  They also, in 
some cases are 
responsible for 1:1 
support and training. 

Investigators All except Admin 
Module 

• Investigative 
and Internal 
Affairs 

Full focus on the 
investigative 
functionality and 
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techniques and 
strategies 

• Reports 

aspects of SCP. 

Correctional Officers All except Admin 
Module 

• Search 
Techniques 

• Monitoring and 
listening to live 
and previously 
recorded calls 

Would not be trained 
in any aspect of 
investigative strategies 
or functionality.  

 

Inmates 

• SCP:  Dialing instructions can be mounted on each phone, and added to ConnectUs 
as a document.   

• SVV:  ConnectUs provides a 2-minute instructional video.  Various instructions can 
be posted as documents on ConnectUs.  

• If NY DOC has educational broadcast capability via TVs, we can create a short video 
to run frequently over internal channels. 

 

Training Schedule 
The estimated training times listed below is based on typical times for each topic.  Based 
on the training schedule and roles for each event, some of the times may vary. 

Content Estimated Training 
Time 

Introduction to SCP 40 min 

System Module 60 min 

Monitor Module 20 min 

Tools Module 60 min 

Admin Module 60 min 

Course Exam and Feedback 30 min 

 

Training Dates and Locations 
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Training Dates for NY DOC will tentatively begin _________________________.  Training will be 
scheduled based on requirements TBD from NY DOC Stakeholders. 

OPTION 1: 

Provide Regional Onsite training for all roles.   

OPTION 2: 

Provide Regional Onsite training for all roles except Correctional Officers who would be 
trained via webinars.   

OPTION 3: 

Provide Regional Onsite training for Supervisor and Investigator roles.  All other roles 
would be trained via webinar. 

OPTION 4: 

Provide Webinar training for all roles.   

 

Objectives 
The learning objectives of training are as follows: 

Secure Call Platform (SCP) 

Upon completion of the training, students will be able to: 

• Access and Navigate SCP 

• Access and navigate SCP Help 

• Demonstrate the Management Level functionality 

• Enable/disable phones and control specific calling features 

• Create a Call Schedule 

• Add a Global List Number 

• Add and manage an Inmate Phone Account 

• Create Covert Alerts 

• Listen to, scan, and forward live calls 

• Listen to previously recorded calls 

• Burn calls to a CD 

• Perform basic and advance searches 

• Generate desired reports 
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• Manage personal passwords 

 

Command Staff and Administrators 

• Create a new user 

• Explain the creation and modification of a Security Template 

• Deactivate/delete a user 

• Reset a User Password 

• Generate User Management Reports 

 

Course Content 
Below is a list of the training courses offered for DOCCS.   

 Bi-annual Investigative Technology Workshops 
 Securus recognizes the importance of keeping up with changes in technology. 

This proposal includes transportation, lodging and food for up to five (5) DOCCS 
staff to attend bi-annual Investigative Technology Workshops at our state-of-the-
art Technology Center, located in Dallas, Texas. These workshops will not only 
enhance the skills and capabilities of staff; they can function as training and 
certification opportunities, as well. This is in addition to the on-going training 
and support provided throughout the contract term 

 Secure Call Platform (SCP)   (Estimated Training Time:  4 hours)  

o Course Objective:   The course is designed to provide Securus’ Associates 
with an Introduction to Securus Call Platform and provide an understanding 
of the value and benefits SCP brings to Securus’ customers and investigators  

o SCP Training Topics - including but not limited to: 
 Introduction to SCP  
 Navigation 

• Management Level  
• Main Menus 
• Help and Technical Support 

 SCP Menus and Functions  
• Systems Menu - including but not limited to: 

o Controlling Phones 
o Global Lists 
o Custody Accounts 
o Investigative Strategies 

•  Monitor Menu  
o Listen to live calls 
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o Scanning Calls 
o Forward Calls 
o Investigative Strategies 

• Tools Menu  
o Search for calls 
o Listen to previously recorded calls 
o Basic Search 
o Advanced Search 
o Reports 
o Investigative Strategies 

• Admin Menu  
o Password Management 
o User Management 
o Security Templates 
o Job Title Management  

 SCP Training Exercises 

 

System Access 
Once all attending officers have registered for the training, their names and email 
addresses will be provided to the Client Manager to ensure that appropriate access is 
granted.  Securus cannot install any application software on non-customer computer 
systems. 

All registered students attending training must have authorized access to the products 
being presented.  It is the responsibility of the New York State Department of Corrections and 
Community Supervision (DOCCS) representative to work with the Securus Client Manager to 
validate/obtain the required access for each authorized user prior to training. 

FACILITIES 

Onsite Training Setup 

The following includes the minimum requirements for each training room: 

1. Appropriate desks and chairs for each student 

2. If course in not demonstration only, there should be a computer workstation for 
each student with network connection 

3. ALL computer systems must be on Windows 10 with the update option for 
Windows 11 disengaged 

4. Securus’ applications installed and tested on all computers 

5. Overhead Projector and screen connected to Instructor PC 
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6. Speakers available for instructor PC or already connected to site PC 

7. Instructor podium and computer if required 

a. Instructors will probably bring their own laptop so will need appropriate 
internet connection and access information 

b. Instructors will also need access beyond local firewalls if possible 

c. If instructors will be required to utilize local computer systems, will only 
need appropriate access and ability to upload content to the PC 

8. Whiteboard and markers or flipcharts and markers 

9. The instructors will be able to gain access to the training room at least 24 hours 
in advance to ensure all systems are functional and tested 

Information Technology 
10. Securus will provide the steps needed to install all of the required software to 

the Client IT representative.  This will include how to test the software for full 
functionality. 

11. Local IT personnel will install and test all Securus’ applications on all computers 
that will be utilized during training including: 

a. Attending officers’ computers  

b. Training Room Computers 

12. Local IT and a Securus Field Service Technician will work together to ensure the 
software is properly installed and tested on all authorized user’s computers. 

13. Local IT and a Securus Field Service Technician will work together to ensure the 
software is properly installed and tested on the Training Room computer. 

14. The local IT Department will ensure that there is adequate wireless internet 
available for all students. 

15. Instructors will probably bring their own laptop so will need appropriate internet 
connection and access information. 
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SCP Course Modules 

   Course Module Objective Length 

Getting Started 

—  What is SCP? 

25 

—  Logging in 

—  Navigating through the features 

—  Managing your password 

—  Contacting Technical Support for service calls 

User Administration Activities 

—  Creating and changing user accounts 

60 

—  Defining a user’s role and granting access 
permission 

—  Resetting a user’s password 

—  Deactivating and/or deleting users 

—  Running user management reports 

Inmate Administration Activities 

—  Adding and changing inmate phone accounts 

30 
—  Deactivating inmate phone accounts 

—  Setting up the phones to meet your 
requirements 

—  Using administrative reports 

Monitoring Activities 

—  Reviewing Call Detail Records (CDRs) 

60 

—  Monitoring live calls 

—  Listening to recorded calls 

—  Using monitoring reports 

—  Saving calls and burning to CD 

Investigation Activities 

—  Using CDRs for investigations 

40 
—  Recognizing trends in inmate activity 

—  Using other investigative tools to collect 
evidence 

—  “Digging” into the details 

Super User Activities 

—  Learning time-saving tips and tricks 

25 

—  Discussing actual facility situations and 
turning evidence into intelligence 

—  Troubleshooting for operational and 
maintenance staff to minimize unnecessary 
service calls 

 
 



 

 
SECURUS Technologies  328 

SCP Online Help Features 
Course Module Objective Length  

Welcome Page Provides high-level descriptions for selected features 
describing their purpose and functions. 

15 

What is New in SCP 
Describes new features in the current release and includes 
links to receive additional details or task-based 
instructions. 

Getting Started 

Offers task-based procedures to assist officers in efficiently 
using SCP to get their job done. Each topic includes a link 
that enables an e-mail to be sent for Technical Support or 
to Training for online help feedback. 

Related Topics Links to SCP feature elements such as phones, inmates, 
investigations, reports, workforce, and administration. 

Pop-up Definitions 
Defines glossary terms and word index at the click of a 
mouse without leaving a topic. This assists the trainee to 
quickly absorb new concepts and technology. 

Tips and Tricks 
Provides shortcuts, helpful hints, and advanced topics for 
highly-skilled officers looking to improve their 
performance. 

Frequently Asked 
Questions (FAQ) Offers common questions and their answers. 

Troubleshooting Presents self-help instructions for common functions such 
as the following: 

Reference An inmate was released, but I cannot release his PIN. 

Advanced Management 
Functions 

“You must deactivate the Custody Account before you can 
release the PIN. If you still cannot release the PIN, contact 
Technical Support.” 
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SCP Course Training Schedule 
Item Content Key Points Time 

1 
Introduction to 

SCP 

What is SCP? 

40 

Accessing SCP 

Basic Navigation 

Management Level 

Help and Technical Support 

2 System Module 

Introduction 

60 

Controlling Phones 
o   Disabling Phones 
o   Controlling Specific Phone Features 
o   Call Duration 
o   Call Schedules 
o   Call Restrictions  
o   Investigative Strategies 

Global Lists - Controlling Phone Numbers 
o   Adding a Global List number 
o   Controlling how numbers are handled 
o   Investigative Strategies 

Custody Accounts 
o   Adding Inmate Phone Accounts 
o   Controlling Inmate Phone Accounts 
o   Investigative Strategies 

3 Monitor Module 

Listening to Live Calls 

20 
Call Forwarding 

Scanning Calls 

Investigative Strategies 

4 Tools Module 

Call Detail Records 

60 

Listening to Previously Recorded Calls 

Basic and Advanced Search 

Call Controls 

Call Tracker 

Burning Calls to a CD 

Investigative Strategies 

Reports 

o   Inmate Reports 

o   Investigative Reports 

o   User Management Reports 

o   Administrative Reports 



 

 
SECURUS Technologies  330 

SCP Course Training Schedule 
Item Content Key Points Time 

5 Admin Module 

Introduction 

60 

Password Management 

User Management 

o   Search 

o   Creating a New User Account 

o   Changing a User Account 

o   Deactivate/Delete a User 

o   Password Reset 

Security Templates 

o   Create a New Security Template 

o   Modify a Template/User Access 

User Management Reports 

Job Title Management 

o   Add a Job Title 

TOTAL TRAINING TIME 4.00 
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Communications Plan 

Change Management Process 

Risk Management and Mitigation Plan 

Configuration Management Plan 

 

Provided in this document are the following: 
 

o Method of Communication 
o Communications Schedule 
o Communication Documents 
o Contact Information 
o Risk management Process 
o Change Management Process 
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Method of Communication 

 

 DOCCS and Securus Technologies will have continuous weekly 
meetings to review and discuss the progress of the implementation of 
Inmate Telephone services.  The meetings will occasionally have 
additional associates invited to attend from both companies to discuss 
current progress and risks associated to the installation.   

The discussions will be a collaborative communication using 3 main 
tools: 

• Face to Face meetings to review installation processes onsite at 
DOCCS 

• Conference Calls through the following described bridge numbers 
• Email distribution of documentation and updates 

 

Communication Schedule 

 Conduct weekly Tuesday Summary conference call with 
DOCCS, Project Managers, and other associated parties to review 
current milestones completions and/or delays and next steps.  
o Dial-in Number:    1- 877-710-1114  (subject to change) 
o Access Code:  XXXX (subject to change) 
o Date:  Each Tuesday   
o Time: 10:30 am CST 

Communications Plan Revisions 

Revision 
Date 

Initiator 

 

Description of Revision Approved 

By 

Revision 
Approval 

Date 
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Communication Documents 

Document Recipients Purpose Update 
Frequency 

Project Charter Project Management 
Team 

Define scope, risk, 
constraints 

As required 

Risk Management 
Document 

Project Management 
Team 

Capture risks and 
process outline for 
managing issues 

As required 

Contractual 
Requirements 
Tracker 

Project Management 
Team 

Capture Contract 
requirements  

As required 

Change Control 
Document 

Change Control Board  
(See below) 

Manage Changes Weekly or as 
required 

Project Plan Project Management 
Team 

Track progress of 
project tasks 

As required 

Status Report Project Stakeholders, 
Project Management 
Team 

Provide status and 
updates 

Weekly 

 

TEAM GOALS 
 

 Coordinate all of the appropriate vendors and resources  
 Understand the risks and issues which can arise during install 
 Document efficiently to monitor progress to completion 
 Improve communication with all parties throughout the 

implementation process 
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Contact Information 

DOCCS and Securus Technologies Project Team 
Communications Roster 

Name/Title/Role Email/Phone 
Method by Priority 

High Med Low 

-  Executive Sponsor 

DOCCS – (Title) 

Email and Phone number    

NAME – Project Stakeholder 

DOCCS – (Title) 

 

 

   

NAME   - Project Stakeholder 
DOCCS – (Title) 

    

NAME - Project Stakeholder 

DOCCS – (Title) 

    

NAME  - Project Stakeholder 
DOCCS – (Title) 

     

NAME  - Project Stakeholder 
DOCCS – (Title) 

     

NAME  - Project Stakeholder 
DOCCS – (Title) 

     

NAME - Project Stakeholder 
DOCCS – (Title) 

     

Mr. Russell Roberts – Executive Sponsor 

Securus Technologies – Vice President 

    

NAME - Project Stakeholder 
Securus Technologies - Sales Vice President 

    

NAME - Project Stakeholder 
Securus Technologies – National Sales 
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Name/Title/Role Email/Phone 
Method by Priority 

High Med Low 

Manager   

NAME - Project Stakeholder 
Securus Technologies – Senior Territory 
Manager 

    

Debbie Cates - Project Stakeholder 
Securus Technologies - Director, Technical 
Support 

    

John Mannewitz - Project Stakeholder 
Securus Technologies – Manager, Service 
Operations Support 

    

Monica Garcia - Project Stakeholder  
Securus Technologies – Supervisor, 
Implementation – Project Management 

    

NAME - Project Stakeholder  

Securus Technologies – Implementation, 
Project Manager  

    

Terry Bessent – Project Stakeholder  

Implementation Consultant 

    

NAME – Project Stakeholder 

Securus Technologies – Senior Regional 
Manager, Field Service 

    

NAME - Project Stakeholder 

Securus Technologies - Regional Manager, 
Field Service  

    

NAME – Project Stakeholder 

Securus Technologies – Manager, Field 
Services 
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Name/Title/Role Email/Phone 
Method by Priority 

High Med Low 

 

Risks Management Process 

APPROPRIATE CORRECTIVE MEASURES 
 

• Identify issue or risk and perform probability assessment 
• Notify Project Manager 
• Project Manager will document, resolve and close   
• Project Manager will escalate and notify Project Sponsor(s) of 

risks that cannot be resolved 

TRACKING RISKS AND ISSUES 
 

Tracking and monitoring of risks and issues will be documented 
on the Risk Management Document and the Issues Management 
Document.  Keeping track of these items will assist in driving 
directives to complete or submit for a change control of the 
scheduled operations. 

Change Management Process 

CHANGE MANAGEMENT PROCESS STEPS 
Any and all project changes will be discussed with and approved 

by (list all those who are the key stakeholders of making a process 
change) 
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CHANGE MANAGEMENT PROCESS FLOW 
Changes that are out of scope (not defined in the original Project 

Charter or RFP Response) will be presented to the CCB for approval 
before consideration for implementation. 

CHANGE CONTROL BOARD (CCB) MEMBERS 
NAME – DOCCS 
NAME – DOCCS 
NAME – DOCCS 
NAME – DOCCS 
AM – Securus 

SVP – Securus 

PM – Securus  

PM Supervisor – Securus  

  



 

 
SECURUS Technologies  338 

Performance and Service Level Plan
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Project Reporting Process and Mechanisms 

Sample Project Charter 

 

               

Securus Inmate Telephone Service and Tablet Solution 

 

PROJECT CHARTER 

For 

New York State Department of Corrections and 
Community Supervision (DOCCS) 

 

Department:  Inmate Services-
Implementation  

Project:  Inmate Telephone Service 
and Tablet Solution 

Sponsor:     (Site/State Main Decision 
Maker) 

Project Manager:   (Securus Project Manager)  

Date:           July 5th , 2017 
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   CHARTER REVISIONS 

Revision 
Date 

Initiator 

 

Description of Revision Approved 

By 

Revision Approval 

Date 

       

     

     

 

  Document Information 

This document represents the Project Charter, an official document that authorizes the 
Project Manager to commit resources to work on the project. The Project Charter is 
completed during the Initiation Phase of the LEAN Project Management Methodology. 

Project Charter Approvers (Key Stakeholders):  

 

Project Sponsor: The person, who champions, secures financial resources and provides 
strategic direction for the project.  There could be more than one project sponsor.  

Business Owner: The individual responsible for the final project product or desired 
outcome.  (Note: The project sponsor and the business owner may be the same person for 
the project.) 

Project Manager: The person assigned to the project to achieve project objectives and to 
manage day-to-day activities including the development of the project plan, conducting 
project reviews and disposing of issues and change requests. 

Other Key Executive Stakeholders:  A Senior Cabinet member (or designated 
representative) of any other department (e.g., Finance, Facilities, or Legal) who commits to 
provide resources to assist with the project.  There could be more than one additional 
departmental representative. If applicable, list separately a representative for each 
Department involved in the project. 
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Project Stakeholders and Participants 

The project team will consist of members from DOCCS and Securus Technologies.  The 
following table identifies the project participant’s title and contact information: 

Name/Title/Role  Email/Phone  

NAME  -  Executive Sponsor 

DOCCS - Title 

Phone Number 

Email Address 

Mr. Robert Pickens – Executive Sponsor 

Securus Technologies - Chief Operating Officer 

972-277-0300 

bpickens@securustech.net 

NAME - Project Stakeholder 
DOCCS - Commander; Custody Command 

Phone Number 

Email Address 

NAME - Project Stakeholder 
DOCCS - Director Commander; Intelligence Division 

Phone Number 

Email Address 

NAME - Project Stakeholder 
DOCCS - Telecommunications Commander 

Phone Number 

Email Address

NAME - Project Stakeholder 
DOCCS - Deputy Chief, Technology Management 
Bureau 

Phone Number 

Email Address 

NAME - Project Stakeholder 
DOCCS - Chief of Administration 

Phone Number 

Email Address

NAME - Project Stakeholder 
DOCCS - Chief of Detention 

Phone Number 

Email Address 

NAME - Project Stakeholder 
DOCCS - Lieutenant; Custody Business Ops/Special 
Projects 

Phone Number 

Email Address
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Name/Title/Role  Email/Phone  

NAME - Project Stakeholder 
DOCCS - Procurement Officer 

Phone Number 

Email Address 

Debbie Cates - Project Stakeholder 
Securus Technologies - Director, Technical Support 

972-277-0314 
dcates@securustech.net 

John Mannewitz - Project Stakeholder 
Securus Technologies - Manager, Service Operations 
Support 

972-277-0577 
jmannewitz@securustech.net 

NAME - Project Stakeholder 
Securus Technologies - Sales Vice President 

Phone Number 

Email Address 

NAME - Project Stakeholder 
Securus Technologies - Major Account Manager 

Phone Number 

Email Address

 

Project Stakeholders and Participants – continued: 

The project team will consist of members from DOCCS and Securus Technologies.  The 
following table identifies the project participant’s title and contact information: 

 

Name/Title/Role  Email/Phone  

NAME - Project Manager 
DOCCS - Senior Capital Project Manager 

Phone Number 

Email Address 

NAME - Project Manager 
DOCCS- Officer; Custody Business Ops/Special Projects 

Phone Number 

Email Address

NAME - Project Manager 
DOCCS - Telecommunications Analyst 

Phone Number 

Email Address 
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Name/Title/Role  Email/Phone  

NAME - Project Manager  
Securus Technologies - Implementation Project Manager 

Phone Number 

Email Address

NAME - Project Team 
DOCCS - Office of Enterprise Technology; Senior Project 
Manager 

Phone Number 

Email Address

NAME – Project Team 

DOCCS - Network Administrator 

Phone Number 

Email Address 

NAME - Project Team 
DOCCS - Commander of Mainframe Operations & Tech. 
Support 

Phone Number 

Email Address 

NAME - Project Team 
Securus Technologies – Client Manager 

Phone Number 

Email Address

NAME - Project Team 
Securus Technologies – Field Marketing Analyst 

Phone Number 

Email Address
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Project Stakeholders and Participants Responsibilities 

The project team will consist of members from DOCCS and Securus Technologies.  The 
following identifies the project participant’s role and associated responsibilities: 

 DOCCS Executive Project Sponsor – (Main Site/State Contact) 

• Provides executive direction to the project team 
• Provides funding and financial approval for the project 
• Participates in formal project status review process 
• Reviews and approves date changes to project’s master schedule 
• Makes all final critical decisions when necessary 

 

DOCCS Project Owner – (Site/State Contact) 

• Participates in formal project status review process 
• Reviews all project deliverables  
• Provides interface and communications into other areas of DOCCS 

organization as needed 
• Coordinates access to and scheduling for DOCCS Facilities staff 
• Sign-off and acceptance of deliverables 
• Reviews and approves date changes to project’s master schedule 
• Reviews and approves project change requests 
• Makes all final critical decisions when necessary 

 

DOCCS IT – (Site/State Contact) 

• Provides interface and communications into other DOCCS IT organization 
• Coordinates access to DOCCS and systems as needed at the main office 

and remote locations, if necessary  
• Participates in design review and approval 
• Facilitates design review and approval by DOCCS   

 

Securus Executive Project Sponsor – Mr. Robert Pickens 

• Provides executive direction to the Securus project team 
• Provides guidance to the project team’s leadership regarding project 

activities, scheduling, resource allocation, etc. 
• Provides guidance to the project team with regard to project scope, tools, 

and processes 
• Reviews all project deliverables (documents) 
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• Responsible for all deliverables 
 

Securus Project Owner – (Securus SVP, Account Manager) 

• Responsible for successful completion of the project 
• Support Project Manager and directs Securus project team 
• Participates in formal project status review process 
• Reviews all project deliverables  
• Sign-off and acceptance of deliverables 
• Reviews and approves date changes to project’s master schedule 
• Reviews and approves project change requests 
• Makes all final critical decisions when necessary 

 

 

Project Managers – (Securus PM/management, DOCCS PM and staff) 

• Serves as the central point of communication between DOCCS and 
Securus 

• Facilitates all formal project communications 
• Develops and maintains a detailed project plan and schedule 
• Manages project logistics for scheduling project activities and resources 
• Owns all project documentation including contracts, project change 

requests, official meeting minutes, and customer signoffs 
• Handles miscellaneous information requests from project team members 
• Provides both hard copy and electronic documentation 
• Supports all phases of the project 
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1. Project Mission 
 

 
1.1. Mission Statement 

Provide an innovative hosted solution for inmate telephone services and tablets 
across DOCCS facilities on time and within budget. 

 

1.2. Business Need 

DOCCS desires a highly reliable and affordable service solution that will give 
DOCCS the support and capabilities to perform oversight and monitoring of inmate 
telephone calls and tablet utilization while maximizing contributions to the inmate 
general welfare fund. 

 

 

1.3. Project Product 

A complete and secure turn-key integrated inmate communications system with 
the benefit of value added features as future opportunities. 

 
 

 
2. Project Duration (Approximate) 

 
July 5, 2017 – October  2, 2017 

 

 

3. In Scope and Responsible Parties 
(Sample of installation Scope of work details.  Need to replace all information for what is in the 

RFP and/or Contract)
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Item Responsible 

1. Inmate Telephone System/ Tablets 
a. Installation HW/SW 
b. Transport Installation 
c. Integration with JMS 
d. Acceptance Testing Plan 
e. Reference Materials 
f. Training Plan 
g. Marketing and Media 

Relations Assistance 
h. Software Updates (as they 

become available) 
 

Securus 
 
*** (Item: 1d) - Shared responsibility with 
DOCCS (Item: 2) 

2. Interfaces –2 Complete Integrations 
Total 

a. From: DOCCS JMS to Securus 
for inmate information 
(Tablets) 

b. From: DOCCS IFCS to Securus 
for commissary information 
as applicable (Tablets) 

DOCCS (JMS/IFCS), Securus 
 
*** DOCCS will review and approve data 
provided to vendors from their JMS system, 
to ensure authenticity.  DOCCS will ensure 
compliance with CJIS dissemination policies.  
DOCCS will assist in resolving any 
roadblocks related to their JMS during all 
integration phases, as needed. 
 

 
 
 

4. Out of Scope Items 

Securus Technologies: 
 Lists all items which are identified during planning meetings which are discussed 

which have not been approved for the current installation.
2.  

 
 

DOCCS: 
 Business rules - which have not been identified in the RFP and translated to the 

contract as items which are required for installation. 

5. Constraints  
Constraints are those "restrictions" that affect when an activity can be scheduled. Those "restrictions” 
are SCOPE, TIME, & COST. 

1. Integration testing matrix and validation points 
2. Additional development items which are outside the Securus products and features 
3. Transport configurations 
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4. Transport installation timelines 
5. Contractor requirements  
6. Contractor costs associated to hardware deployment 
7. Facility related duties outside of Securus control and SLA 
8. Facility Escort availability during circuit and hardware installations 
9. Hardware delivery timelines based on project volume 

 
 

6. Risks  
A risk is something that may happen and if it does, will have an adverse impact on the project. 

 
1. Integration Development items – Non Securus standard data transfer rules 
2. Telecom delivery time lines 
3. Transport delivery within SLA 
4. Scope changes outside of contract 
5. Change in Scope of work of hardware requirements 
6. Security Templates identified 

 
Site/State Stakeholder Name Signature Date 
   

Site/State Stakeholder Name Signature Date 
   

Site/State Stakeholder Name Signature Date 
   

Securus Stakeholder Name Signature Date 
   

Securus Stakeholder Name Signature Date 
   

Securus Stakeholder Name Signature Date 
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 Project Manager 
The vendor shall provide a fulltime project manager for the duration of the 
implementation until DOCCS has accepted all system components and services. 
The project manager shall be responsible for the development and 
implementation of the project plan, all transition and migration requirements and 
acceptance testing. Within 14 days of the notification of tentative contract award, 
the selected bidder must provide a résumé for its proposed Project Manager for 
DOCCS’ approval. The State reserves the right to require additional information, 
including the use of direct interviews and demonstrations, to make a 
determination of the proposed Project Manager’s qualifications. DOCCS reserves 
the right to accept or reject any proposed candidates for this position. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

 DOCCS’ Resources 
In the Proposal, provide a breakdown of DOCCS’ staff resources required for 
implementation, migration, and operation of their proposed solution. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

See 3.8.1 – Project Plan (page 226) 

 Site Survey 
After notice of tentative away, the selected vendor shall be responsible for 
performing a site survey at all of DOCCS’ facilities and identifying all installation 
and facility issues that could impact implementation. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

3.8.2 Call Recording Migration 
DOCCS currently stores one year of recordings within the existing ITS platform. The 
vendor must transfer existing recordings from the current vendor system to the proposed 
system without loss of information, chain of custody and playback ability. 

Describe the plan for this migration. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

Per the Official Responses to Questions, Answer to Question 31, DOCCS agrees to amend 
3.12 of the RFP to include the ability for a phase-out plan to allow the option of a “leave 
behind” system to maintain access to existing recordings upon expiration of the contract 
resulting from the RFP at the sole discretion of DOCCS.  
 
Securus has significant experience transitioning to SCP from your current platform. We will 
work with the existing vendor to provide leave-behind access to the existing recordings and 
call detail records. 
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  The plan for doing so will have to be worked out between Securus and the current vendor 
after contract award.  The details and timing of the plan will be dependent on the 
cooperation of the current vendor and the technical characteristics of its data storage 
system.  Securus will keep DOCCS apprised of the status of the plan and its progress as it is 
implemented. 

 

 

3.8.3 Fallback Plan 
As part of the proposal, provide details and procedures for the fallback plan to 
restore all services to the prior system in the event of failure upon cutover. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

See 3.8.1 – Fallback Plan (page 226) 

3.8.4 Acceptance Testing 
The project plan must include a draft Acceptance Test developed by the vendor. 
DOCCS will evaluate this plan for comprehensiveness and reserves the right to make 
modifications to the plan to meet DOCCS’ needs. Failure to successfully complete 
the Acceptance Test may result in termination of vendor services and cancellation of the 
contract. DOCCS shall be the sole determinant of the success of the Acceptance Test. 
Billing for services under the contract will be contingent on the satisfactory completion of 
the Acceptance Test. If the initial acceptance test is not successfully accomplished, 
DOCCS, at its sole discretion, may require a retest of one or more of the acceptance test 
criterion. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

Acceptance Test Plan 

PROJECT ACCEPTANCE 

 

INMATE TELEPHONE AND TABLET IMPLEMENTATION 

 

NEW YORK STATE DEPARTMENT OF CORRECTIONS AND COMMUNITY SUPERVISION 

1220 WASHINGTON AVE BLDG 2 

ALBANY, NY 12226 
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PROJECT ACCEPTANCE OF THE INMATE TELEPHONE SYSTEM 

 
This document establishes formal acceptance of all the deliverables for Inmate 
Telephone System Project.  The Inmate Telephone System Project has met all the 
acceptance criteria as defined in the requirements document and project scope 
statement.  A project audit has been performed to verify that all deliverables meet 
performance and product requirements.  Additionally a product evaluation has 
been performed and determined that all products meet the quality and functional 
requirements defined within this project. 

Transition to Operations has been completed.  The live system has been handed 
over to Operations and the transfer of knowledge from the Project Team to 
Operations has also been completed.  All training has concluded and the System 
Operations Guide has been handed over to Operations. 

The Project Manager is authorized to continue with the formal close out of this 
project phase.  The closeout process will include a post-project review, 
documentation of lessons learned, and release of the Project Team, close out all 
procurements and archive all relevant project documents.  Once the closing 
process is completed the Project Sponsor will be notified and the Project Manager 
will then be released from this project phase. 

 

SPONSOR ACCEPTANCE 

 

 

Approved by the Project Sponsor: 

 

 
 __________________________________________________  Date: _______________________  

Project Sponsor Name 

Project Sponsor Title 
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3.8.5 Equipment Disposal 
The contractor shall be responsible for the removal and environmentally certified 
disposal of all existing unused ITS equipment no later than 120 days after the successful 
completion of the acceptance test. 

The contractor will be responsible for removal of all equipment replaced during the term 
of the contract at no cost to DOCCS. All data and software must be completely removed 
and destroyed in compliance with DOCCS security policies and procedures and 
certification of the completed decimation process provided. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

     Data Exchange 

The ITS contractor and DOCCS’ computing systems routinely exchange data to provide 
timely updates to the ITS that allow proper validation of an attempted call prior to processing. 
The contractor must comply with the frequency and data exchange format as specified in 
Attachment D, Data Exchange Elements, and provide communication access for the data 
exchange 24 hours per day. Where appropriate, DOCCS will make a reasonable attempt to 
add or modify formats or schemas to accommodate the vendor for new services implemented 
resulting from a contract award. Data Exchange Specifications are subject to change during 
the resulting contract term. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

3.9.1 National Information Exchange Model (NIEM) Standards 
The contractor agrees to migrate the existing data exchange requirements to data 
standards consistent with the NIEM as they become operational for ITS data elements at 
no cost to DOCCS. The bidder may find additional information regarding NIEM 
standards at http://www.niem.gov. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

3.9.2 Data Reconciliation 
The vendor shall provide on a weekly basis all data to DOCCS in a format specified by 
DOCCS in Attachment D for the purposes of data reconciliation. DOCCS will reconcile 
the vendor’s data and transmit exceptions in the same format as the daily modifications 
as specified in Attachment D.  The vendor shall accept the modifications as the master 
record. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

   Information Ownership 
DOCCS shall own all inmate data, call recordings, and customer account records (collect 
call, pre  paid, and credit), and DOCCS’ information developed, stored or used in the ITS. 
The vendor shall act as custodian of that information in accordance with applicable statutes, 
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policies, regulations and procedures and shall provide the information to DOCCS upon 
request in a form and manner specified by DOCCS. The vendor agrees not to sell, use, share 
or display any data or to use data for any other purpose unless agreed upon, in writing, by 
DOCCS. 

 DOCCS shall own all inmate data and call recordings and DOCCS’ information developed, 
stored or used in the ITS. Vendor shall provide DOCCS access to customer account records 
excluding private financial data. (replaced by Addendum II) 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

    Security 

Due to the sensitive, public safety nature of the services under the resulting contract, the 
vendor must describe, in detail, the security measures that will be taken for personnel, data, 
communications, systems and facilities in a Security Plan. 

The security plan must address the steps the vendor will take with regard to protecting all 
information and services that result from this RFP. 

Describe the security plan, including specific processes and procedures that your 
company will take to ensure the confidentiality of all information and data. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

Securus Technologies has a dedicated staff of IT Security Professionals with multiple 
security certifications such as CISSP, CISA and Infosec Evaluation Methodology from the 
National Security Agency.  The Information Security Framework used at Securus is based 
on the NIST 800 series of standards which provides a solid basis for assuring the 
confidentiality, integrity and availability of information is adequately secured based on risk 
and value.   

Securus Technologies is compliant with multiple regulations and standards such as CPNI, 
and state PII notification laws.  These controls have been confirmed through external SAS-
70 and SOX audits.   As stated earlier in this response, Securus is the only inmate telephone 
manufacturer and service provider to be certified as compliant within the Sarbanes-Oxley 
Act and also is the only provider to be able to obtain a SAS-70, Type II audit certification. 
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3.11.1 ITS System Security 
The vendor shall describe the ITS system security for all data stored locally or in a 
central database. 

Describe the proposed security system. All information must be encrypted. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

Securus Technologies utilizes a “least access privilege” methodology in which information is 
restricted to a “need to know” basis.  Confidential information is encrypted during 
transmission based on data risk assessments.  Access to systems is restricted using unique 
login credentials to assure non-repudiation which is tied to password policy controls that 
include length, complexity and expiration requirements.  A formal change control process 
is utilized for access to the production systems that incorporate a privileged account 
checkout process to assure that access is granted to only the systems being affected and 
only for the duration of the authorized change control. 

The Securus Secure Call Platform (SCP) provides an advanced, multi-level password scheme 
specifically designed to provide facility administrators the ability to assign unique levels of 
access to anyone using the different features of the SCP. There are view and change 
options for each module depending on the need of the user. 
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Manage, Create, Edit, Predefine User Levels in SCP 

 
 

The administrator may modify the initial access levels or create additional levels based on 
facility clearance objectives for each tool. SCP generates a user log with the user name, 
time of access, and modules accessed. 

Create New Security Templates 

 
 

Additional Password Policy Options 
SCP provides flexible Password Policy options, enabling administrators to customize login 
security to meet their needs. Passwords can be configured by location, length, days to 
expire, and even the number of password cycles before password reuse. Additional 
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configuration options include reminders for password expiration and minutes of allowable 
inactivity before session timeout. 

If a user does not change their password before expiration, the user must contact the site 
administrator for password reset. This administrator assigns a random password and 
requires the user to create a new password when they log in. 

Password Configuration Options in SCP 

 
 

The “Forgot Your Password” feature available from the login 
screen offers online support for users who have forgotten 
their password. System security requires users to provide the 
correct answers to preset questions before their password 
can is reset. Once a new password is created, SCP emails 
confirmation to the address linked to the user ID. 

Data Security 
The Securus SCP is in a carrier-class data center that has some of the most comprehensive 
security measures in the telecommunications industry. Multiple layers of security control 
physical access to the Securus network facilities. 

Security personnel maintain the following procedures for allowing entry into the data 
centers: 

 Security personnel are on premise 24x7x365 

 Cardkey reader (electronic badge) access for entry 

 All persons having a business need to access company premises must carry 
identification badges at all times  
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 Man traps at each entry and exit point in the data center. Man traps use two sets of 
doors that both require electronic badge entry. The first set of doors must close 
before the second can open. 

Access Procedures 

All visitors, customers, contractors, and repair personnel must gain access from the 
security officer on duty.  

Customers, contractors, repair personnel, maintenance personnel, and non-local 
employees can access buildings and critical areas only with an escort. Vendors may access 
buildings and critical areas only during working hours and also require an escort.  

Certain ICS providers would like you to believe that Securus was “hacked” based on an 
article that appeared last November in The Intercept. After this article was published, 
Securus retained outside counsel to conduct an independent investigation of the 
allegations appearing in the article.  Counsel’s investigation team included world renowned 
forensic experts.   

After an exhaustive investigation, the team concluded that no system or database of 
Securus was “hacked” or otherwise unlawfully accessed, much less that inmate recordings 
or other data in a Securus system or database was unlawfully listened to, copied, read, or 
otherwise “stolen.”  Rather, the investigators determined that the data/database at issue 
was on a third party platform over which Securus had absolutely no ownership or 
operational control.    

Further, although this third party system was unlawfully accessed (by someone unlawfully 
obtaining an id and password to access the system), there is no evidence that inmate call 
recordings or other data were actually listened to, copied, read. or otherwise “stolen.”  So it 
is manifestly false to claim that a Securus database or system was “hacked” and our data 
was “stolen.”  No Securus system or database has ever been “hacked” or otherwise 
unlawfully accessed. 

 

Securus takes the security and access to our software/application very seriously and hence 
have implemented one of the strongest controls in the industry. Securus access controls 
for all systems are audited for compliancy with the following accreditations/certification: 

 SSAE16; (SOC1, SAS70): Statement on Standards for Attestation Engagements 
(SSAE) No. 16, Reporting on Controls at a Service Organization 
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 SOX: The Sarbanes–Oxley Act of 2002,is a United States federal law that set new or 
enhanced standards for all U.S. public company boards, management and public 
accounting firms. 

The applicability and adherence to access policies are applied across all systems with 
regular frequency control (Daily, Weekly, Quarterly, Semi-annual, and Annual) and overall 
Security protocol process flow is audited on a yearly basis. 

Our customer facing applications use a combination of Microsoft Active Directory and 
Databases for authorization and authentication controls. This combination of technologies 
helps us implement the above mentioned access controls seamlessly in our environment 
for customer peace of mind. 

 

3.11.2 Jurisdiction 
The vendor must guarantee DOCCS that it will not transport or make available 
physically, electronically, verbally or in any other form or manner, any data (either test or 
production) provided or produced under the contract that is awarded as a result of this 
RFP outside of the borders of the United States. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

3.11.3 Compliance 
The vendor will comply with all the DOCCS’ security policies and procedures and 
requirements as well as State security policies including, but not limited to, the NYS 
Enterprise Information Security Office (EISO). Information for this Security Policy is 
available at www.its.ny.gov/eiso/policies/security. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

3.11.4 Background Checks 
The vendor’s personnel must meet DOCCS’ requirements for background checks and be 
subject to ongoing review to assure that staff continues to meet security screening 
standards. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

3.11.5 Information Security Breach 
The vendor shall notify DOCCS immediately if it experiences any security breach that may 
cause DOCCS’ data and/or customer’s data to be corrupted or inappropriately accessed 
or used. Such notice shall occur within four (4) hours of any incident. 

Provide a copy of your data security breach notification and response 
procedures. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
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On intrusions, every incident is evaluated individually and appropriate action is taken 
based on severity. The escalation process is commensurate to the event, and each event is 
documented and communicated for review by senior management. Securus administrators 
adhere to our “Cyber Security Incident Response Plan” when Network anomalies are 
escalated. The plan is documented within our corporate Information Security policy. 
Breaches, should they occur, are handled in accordance with our “Data Breach Policy” 
which is also defined in the Master Information Security Policy.  
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   Phase-Out Plan 
The vendor shall provide DOCCS with a full explanation on how it will handle a transition 
situation at the end of the contract period. Any DOCCS owned equipment located outside 
DOCCS’ sites, such as recording equipment and software, must be provided to the next 
contractor or DOCCS at no cost. DOCCS shall own all premised based equipment installed 
and all data. At DOCCS direction, the contractor must provide any and all data including call 
recordings to the new vendor or DOCCS. 

 The vendor shall provide DOCCS with a full explanation of how it will handle a transition to a 
succeeding vendor at the end of the contract period. The plan must describe how the vendor 
will 1) provide any and all data including call recordings to the succeeding vendor or DOCCS 
in a manner that will allow DOCCS to access individual recordings using the succeeding 
vendor’s system; or 2) a mechanism that will allow DOCCS to search for and access 
individual recordings for up to one year after the transition is complete. The plan must also 
describe how “Flagged” call recordings, which are retained indefinitely, will be provided 
and/or made accessible to DOCCS following the transition to the succeeding vendor. The 
plan must also describe how the proposed transition plan will maintain the chain of custody of 
individual recordings, whether Flagged or not, should they be needed as evidence following 
the transition to the new system. Any DOCCS-owned equipment located outside DOCCS’ 
sites, such as recording equipment and software, must be provided to the next contractor or 
DOCCS at no cost. DOCCS shall own all premised-based equipment installed and all data. 
(replaced by Addendum II) 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

Securus intends to earn DOCCS business and trust, and establish a lasting relationship with 
DOCCS.  If we are not fortunate enough to retain your business, we have a thorough phase-
out plan that will make the transition as smooth as possible.  A phase-out plan needs to 
take into consideration more than continuing to provide DOCCS with access to inmate call 
recordings.  From an operational perspective, the plan needs to incorporate the migration 
of database information.  Today’s inmate calling platforms store a tremendous amount of 
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inmate information that is built over several years.  If this information is not provided to 
the incoming provider, DOCCS will bear the burden of trying to gather the information. 

Securus will provide all of the following information to the incoming vendor in an electronic 
format, such as Excel, PDF, CSV file, that will allow them to import the information to the 
respective platform.   

Existing PIN list (active) 

Existing PAN list 

Global allowed list 

Global blocked call list 

Call restrictions by PIN, facility, housing unit, time of day, and day of week 

Other inmate telephone system data as requested and directed by DOCCS 

Securus’ Secure Call Platform Command Center will continue to provide the DOCCS 
authorized staff access to the inmate recorded calls for a period of one year, and will work 
with the awarded vendor to facilitate access to “flagged” calls. Since the recordings will still 
reside in the Securus SCP system, the same chain of custody guarantee that Securus 
maintains during this contract will still be in place.  There will no longer be a need to 
download tapes to removable media and hope that the chain of evidence is still valid.  

 

   Training 

The vendor shall specify the training requirements and expected roles and responsibilities for 
all of DOCCS’ ITS staff required for the planning, implementation and on-going operation of 
the ITS. The vendor shall provide all training at no cost to DOCCS. 

The vendor will deliver the needed training in a manner, at a location and according to a 
schedule approved by DOCCS. All training will include proficiency testing and additional 
training will be provided at no additional cost until all participants achieve proficiency. The 
vendor will provide refresher training or training for new staff as needed at no cost. 

List and describe all training, including the title, length, general content, and the 
proposed schedule for the training. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

Securus provides product training for all SCP features in the agreement with DOCCS. 
Experienced Securus employees conduct all training through online instructor-led classes 
or on-site, one-on-one and classroom training sessions at no cost. We deliver standard 
training using both hands-on experiences with your data and using instructor 
demonstrations to ensure each trainee understands all SCP functions.  
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Securus training programs enable facility staff to use all features the first day of 
installation. Since our products are web-based, after a two or three-hour training session, 
most facility staff can easily maneuver through the system’s features. 

In addition to standard training, Securus will develop an online training experience to meet 
the unique needs of your staff and facility. We offer separate classes focused on different 
agency functions such as investigations, live call monitoring, and system administration. 
Securus offers online instructor-led courses available twice a month throughout the year 
for product upgrades, new facility staff, or general refreshers. Securus ongoing training 
ensures your staff always “stays on top” current and newly released SCP features. 

Continued Training Opportunities Through Bi-annual Investigative Technology 
Workshops 

Securus recognizes the importance of keeping up with changes in technology. This 
proposal includes transportation, lodging and food for up to five (5) DOCCS staff to attend 
bi-annual Investigative Technology Workshops at our state-of-the-art Technology Center, 
located in Dallas, Texas. These workshops will not only enhance the skills and capabilities 
of staff; they can function as training and certification opportunities, as well. This is in 
addition to the on-going training and support provided throughout the contract term. 

 

SCP Training Course Modules 
Securus is committed to providing your staff with training that will maximize the potential 
of the features implemented at your facility. Training courses are in a offered in a user-
friendly, task-oriented format to teach your staff what they need to know to do their job. 
We present courses in separate modules based on the types of duties officers tend to 
perform using the SCP inmate telephone system while focusing on the unique features of 
our applications.  

The following table presents the standard SCP training course modules and associated 
learning objectives. 

SCP Course Modules 
Course Module Objective 

Getting Started 

 Logging in 

 Navigating through the features 

 Managing your password 

 Contacting Technical Support for service calls 

User Administration Activities  Creating and changing user accounts 
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 Defining a user’s role and granting access permission 

 Resetting a user’s password 

 Deactivating and/or deleting users  

 Running user management reports 

Inmate Administration Activities 

 Adding and changing inmate phone accounts 

 Deactivating inmate phone accounts 

 Setting up the phones to meet your requirements 

 Using administrative reports 

Monitoring Activities 

 Reviewing Call Detail Records (CDRs) 

 Monitoring live calls 

 Listening to recorded calls 

 Using monitoring reports 

 Saving calls and burning to CD 

Investigation Activities 

 Using CDRs for investigations 

 Recognizing trends in inmate activity 

 Using other investigative tools to collect evidence 

 “Digging” into the details 

Super User Activities 

 Learning time-saving tips and tricks 

 Discussing actual facility situations and turning 
evidence into intelligence  

 Troubleshooting for operational and maintenance staff 
to minimize unnecessary service calls 

 

SCP Online Help 
Securus also provides online self-help available at all times from a convenient Help menu 
accessible through SCP. Trainees use this online application to find quick answers to their 
questions about SCP. Keyword searching offers immediate access to the information or 
users can follow the table of contents for a full learning experience. Step-by-step 
instructions are designed to help the user complete tasks. 

Officers can print one topic or the entire help system if a full User Manual is preferred. 
Securus continuously upgrades and enhances SCP, so we recommend only printing the 
section needed to ensure all printed material is current. 

The following figure illustrates the SCP Online help screen 
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will provide them to DOCCS at no charge except in those cases where the customized 
report would require a significant allocation of resources or material changes to Securus 
systems and procedures. 

In the small number of instances where development is needed (e.g. capturing additional 
information from other systems), Securus will provide the development free of charge 
unless the request involves significant cost to Securus. In such cases DOCCS will be given 
the option to pay for the additional services without markup by Securus.  

Please see section/tab – REQUESTED DOCUMENTATION for a complete list of reports. (page 
531) 

Please see 4.2.8 for a sample bill reflecting monthly billing for individual lines, groups of 
lines and the master account. (page 419)  

 

 

END OF SECTION 3:   TECHNICAL REQUIREMENTS 
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4 Customer Service 
 

      Support Services for DOCCS 
 

4.1.1 Principal Technical Support Representatives 
The vendor shall assign primary and secondary representatives who will be 
knowledgeable of DOCCS’ operational and support requirements and service levels and 
who will act as the DOCCS’ principal liaisons for both Technical and Customer Support 
and be available 24 hours per day. When the primary liaison is unavailable, the 
secondary shall assume those duties. DOCCS prefers that the primary contact be 
resident in New York State. Within 14 days of notification of the tentative contract award, 
the selected bidder must provide résumés of the proposed representatives for DOCCS 
approval. The State reserves the right to require additional information, including direct 
interviews and demonstrations, to facilitate a determination of the proposed 
representatives’ qualifications. DOCCS reserves the right to accept or reject any 
proposed candidates for this position. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

4.1.2 Toll-Free Access 
The vendor must provide DOCCS with toll-free access for technical support that is 
available 24 hours per day, 365 days per year. Customer support access to 
knowledgeable personnel must be available within ten (10) minutes of the contact 
initiation by DOCCS. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

4.1.3 DOCCS’ Authorized Representatives 
DOCCS will establish an authorized list of individuals or titles who have the authority to 
open trouble tickets and request maintenance dispatch or support services. The vendor 
will only act on the request of an authorized individual on the list. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

4.1.4 Gate Clearance 
The vendor shall be responsible for establishing all gate clearances in conformance with 
DOCCS’ policies and procedures for on-site visits. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

4.1.5 Ticketing System 
The vendor shall utilize an automated ticketing system to log, track, manage and assure 
appropriate response to all calls for support. DOCCS and/or its representatives shall be 
provided real-time access to this system including the ability to create new tickets and 
run reports on service tickets related to services provided to DOCCS. Reporting 
capabilities associated with this system must comply with Section 3.15 above. The 



 

 
SECURUS Technologies  398 

vendor must be prepared to work with DOCCS to integrate the proposed ticketing 
system with the trouble ticket system utilized by DOCCS. 

Describe how this system will provide the required functions and explain the 
system’s capabilities. Include details as to what level of visibility and access 
DOCCS will have. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

Event Tracking System  

The Securus event tracking system logs, tracks, manages, and assures an appropriate 
response to all service requests. The service request generates a unique trouble ticket 
number linked to each facility’s service history and provides real-time updates. Each ticket 
has a priority level assignment, which drives diagnosis and response processes. The 
support technician performs initial problem diagnosis and isolation procedures, 
determines the nature of the problem, and resolves the problem or engages the 
appropriate party for problem resolution.  

The TSC maintains ownership of all service requests and responsibility for the escalation 
and update functions. Every effort is made to resolve problems remotely and within the 
framework of resolution timeframes. However, if the problem requires on-site service, a 
technician is dispatched. Securus will contact the facility to arrange for the on-site service at 
the convenience of the facility.  

DOCCS facilities can also open and track trouble tickets through our convenient facility 
portal. 

Facility Portal 

Securus provides customer facilities with one of the only anywhere, anytime, single-point-
of-access customer portals in the industry. Approved users can access all calling activity, 
including all call detail reports. The Facility Portal also serves as the user interface to the 
Securus electronic trouble ticket system. Authorized users can initiate trouble tickets for 
repairs, track the real-time ticket status, and generate current and historical reports of 
trouble tickets with the Facility Portal. The facility Portal generates a tracking number for 
each ticket opened. Users can search for service tickets by ticket number or by date search. 
All updates are sent electronically in real-time to the originator of the ticket, as well as to 
DOCCS designee. 
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Clicking the ticket number in the service history generates a report with ticket detail. Users 
can review all the notes and the final resolution of any closed ticket at any time. If the ticket 
is currently open, users can create a new journal note. Consent to close a ticket can also be 
performed using the notes section. 

Example of ticket detail: 

Ticket Detail 

 
 

Facility Portal Reports 

DOCCS users can view or download several reports from the Facility Portal: 

• Ticket Detail – Clicking the ticket number in the service history generates a report 
with ticket detail. 

• Calling Activity Report – This report provides details on the number and type of 
calls made from a telephone number at the facility.  

• Call Type Summary Report – This report provides details on the number and type 
of calls made from a specific telephone number at the facility. Calls will be broken 
down by local, intraLATA, interLATA and interstate.  

• Daily Call Volume Snapshot – This report shows a daily snapshot of calls and 
minutes compared to the daily average  

• Monthly Call Frequency Chart – This chart details the most frequently called 
numbers from the facility.  

• Preliminary Monthly Revenue Report – This report details all calls, minutes and 
revenue for a specific date range. 
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• Preliminary Daily Revenue – This report details all calls, minutes, and revenue for 
a specific date.  

• Investigation Tool – This tool allows for tracking of a specific dialed number from 
any of the approximately 2,600 facilities serviced by Securus. 

   

 

4.1.6 DOCCS’ Access to Customer Information 
The vendor shall provide DOCCS and/or its representatives with secure online, real-time 
access to all customer information regarding account status and history. 

Describe how this function will be provided, and explain its capabilities. Include 
details as to what level of visibility, access, and reporting DOCCS’ ITS staff will 
have. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

Securus will provide DOCCS and/or its representatives with secure online, real-time access 
to all customer information regarding account status and history that is allowed by law.   

Securus will provide DOCCS with SCP access to inmate debit account status, call charges, 
history and call data, online and in real-time.  Securus will also provide DOCCS access to the 
Facility Portal for additional call detail information.   

Securus will provide other information to DOCCS as requested and as allowed by law. 

Please see 4.2.8 to review a sample bill reflecting monthly billing for individual lines, groups 
of lines and the master account. (page 419) 

Standard Reports Available through SCP 
User Interface 
The Securus Secure Call Platform (SCP) has a dedicated report writer that provides 
investigative information based on the call detail records. This sophisticated reporting tool 
provides a reporting interface into all calling activities.  

Users can search and analyze call details on all calls placed from each inmate telephone 
through SCP. These details include date, time, duration, telephone number, origination, 
destination, inmate ID, termination reason, and more. SCP retains call details on all call 
attempts. Users can customize the standard reports by varying search criteria, such as date 
range, facility, or call length. 

SCP provides standard reports with parameter fields that allow the user to define the 
information content of each report based on the following criteria options: 
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 Per phone, per location, and per offender 

 Destination number (partial or full number entry) 

 Date and time range 

 Call frequency 

 Call type (completed, incomplete, blocked) 

 Number restriction and/or status assignment 

 Personal allowed number cross-referencing 

 Graphical display of call fluctuation 

 Broad search with no data entry 

 Suspected fraudulent call activity 

 Offender name 

 Offender PIN (if used) and/or account number 

 Prepaid calling card number 

 Destination zone (local, interLATA, interstate, intraLATA, international) 

The Investigative Reports section compiles data and opens the information in a report 
format, on the workstation monitor. Investigative Reports provides multiple functions for 
call playback and copying call recordings to remote media. Authorized personnel can use 
this unique application to generate a report even when only a little information is available. 

A full set of reports that administrative users need daily, as well as a full set of investigative 
reports, makes Securus’ Standard Reports generator anything but standard. 

Call Detail Report 

The Call Detail Report (CDR) provides investigators an intuitive and user-friendly report to 
view or search virtually anything related to an inmate call, including:  

 Site name from which the call originated  

 Phone location as labeled in the system 

 Facility code 

 Dialed number 

 Start date/time 

 End date/time 

 Duration of call 

 Inmate Account Number 

 Inmate PIN 

 Prepaid card number if used 



 

 
SECURUS Technologies  403 

 Inmate first, middle, and last name 

 Type of call (voice mail, person call, prepaid call, debit call)  

 Status of call (complete/incomplete) 

 Reason for call termination 

 Reason for block 

 Call properties (watched number, RCF detected, three-way attempt, private 
number) 

 Destination zone  

 Desired results per page 

The Securus Secure Calling Platform (SCP) is very flexible and easy to use and allows 
the user to create almost limitless reporting. Should customized reports be needed, 
Securus will provide them to DOCCS at no charge except in those cases where the 
customized report would require a significant allocation of resources or material 
changes to Securus systems and procedures. 

In the small number of instances where development is needed (e.g. capturing 
additional information from other systems), Securus will provide the development free 
of charge unless the request involves significant cost to Securus. In such cases DOCCS 
will be given the option to pay for the additional services without markup by Securus.  

The Securus Secure Call Platform (SCP) retains call detail records on all call attempts. 
Authorized users can quickly run reports to spot calling trends, assess monitoring efforts, 
investigate suspicious activities, and manage phone usage. 

Users can customize reports by changing search criteria such as date, time, call duration, 
telephone number, originating telephone, destination, inmate ID, termination reason, and 
much more. 

The following steps show the ease of producing valuable, customized reports: 

1. Place the cursor over Tools. A drop down menu will appear. 

2. Move the cursor over Reports to see a menu of standard reports. 

3. Click on the type of report you want. SCP will display the appropriate fields 
associated with that report. 

4. Verify the correct Management Level is displayed or make changes as necessary. 
(This setting allows you to select the facilities, sites, phone groups, or phones you 
want to search.) 

5. Enter your search criteria in the appropriate fields and click Search. 

The records matching the search criteria will display. With a single click, the data can be 
instantly exported to Excel, CSV (Comma Separated Values), or Adobe PDF format. 
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Users will be able to sort on any of the following data elements. 

 Site  Agency Type  Promotional Call 
 Phone Location  Call Type  Text Call 
 Country Code  Call Status  Language 
 Dialed Number  Termination Category  DTMF Detection 
 Start Date/Time   Block Reason  DTMF Digits 
 End Date/Time   Privacy  Text2Connect Call 
 Duration   Watched  Prepaid 
 Account #   International  First Name 
 PIN   3-way Detected  Promotional Call 
 Continuous Voice 

Verification 
 Remote Call Forward 

Detected 
 Voice Biometrics 
 Amount 

 

The resulting report can easily be saved, printed out, or emailed to others. 

Selecting a Report to Run 
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4.1.7 Court Evidence and Expert Witness Testimony 
The vendor shall provide verification that its methods and procedures meet accepted 
legal standards for chain of evidence in legal proceedings. At no cost to DOCCS, the 
vendor shall provide affidavits as required throughout the term of the contract, support 
any legal proceedings, and provide expert witness testimony as needed. In the last five 
(5) years DOCCS has experienced approximately ten (10) incidents requiring expert 
witness services. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

The Securus Secure Calling Platform (SCP) provides a patented method for ensuring the 
authenticity of inmate call recordings made through the platform. This security feature—
the Chain of Evidence—is a key component of SCP and is automatically included in all 
installations. The Chain of Evidence prevents tampering with the call detail record and call 
recording. SCP encrypts, time-stamps, and verifies the authenticity of each recording. 

SCP meets or exceeds the Rules of Evidence used in state and federal courts for the 
admissibility and authenticity required in a court of law.  

In addition to the Chain of Evidence provided through SCP, Securus will provide expert staff 
to testify, at no cost to DOCCS, to the authenticity of the call recordings made on SCP. 

Chain of Evidence 
A phone call made on the Securus SCP creates a record, known as a call detail record (CDR), 
which includes—at a minimum—the following information: 

 Customer name 

 Facility name  

 Originating station  

 Destination number 

 Start and stop time of the call  

 PIN, if used by the facility 

This information provides context information about the call. It is this context that 
differentiates a typical recording from one that can survive an evidentiary challenge to its 
authenticity. SCP combines this contextual information with the audio data in memory and 
writes the information to disk as a continuous data stream. It is not possible to modify the 
recording after recording to disk, and each recording contains the critical information 
about the authenticity of the data. 

Storing this data in one combined unit creates a strong audit trail for identifying and 
proving the origin of the recorded call. 
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Creating the Audio Data 

The recording process starts as soon as the called party answers the phone. This provides a 
record of the entire interaction between the SCP and the called party before the called 
party accepts the call. This interaction includes everything the called party says and all 
voice-over announcements, including the following information: 

 Location of the originating call  

 Inmate name 

 Call rates 

 Call acceptance 

 Notification messages, such as the standard announcement that the call is subject 
to monitoring and recording 

The recording is “complete” in real time and does not depend on the inmate and called 
party ending the call to have a “header” or other information written into the CDR. This 
feature is significant because the recording package is constructed real-time throughout 
the call and is un-editable, or locked, with all of the required data to identify the call. This 
guarantees that any recording produced for legal purposes is the original data (recording 
and call details) and cannot be modified.  

Downloading Calls as Evidence 

SCP allows authorized users to copy recorded conversations to any external media device 
connected to the user’s PC, such as CD, DVD, mp3 player, or USB drive. This feature 
facilitates easy sharing of recordings for investigative or court purposes. To maintain the 
accuracy of data and recordings during downloading and copying, SCP stores the files—
both audio and CDR information—embedded within an industry-standard read-only format 
that prevents the possibility of tampering. 

 
 

 

“I estimate that I request phone records for eight out of every ten subjects I 
investigate, and of the 100 subjects that I have helped convict over the past four 
years, probably half of those were because of telephone recordings provided by 
the Securus platform.  Securus has been so successful in assisting with my cases 
that the US Attorney’s Office has asked me to get inmate calls for all cases.” 
 
 - Master Police Detective Michael Wachsmuth, a Tactical Field Officer working with the 

Alcohol, Tobacco, and Firearms division of the Federal Justice Department. 
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Support Services for Customers 
DOCCS requires that the vendor provide account holders with responsible, reliable customer 
service and support as outlined herein. The vendor shall utilize an automated ticketing 
system to log, track, manage, and assure appropriate response to all calls for support from 
Customers. Reporting capabilities associated with this system must comply with Section 3.15 
above. 

Describe how this system will provide the required functions and explain the system’s 
capabilities. Include details as to what level of visibility and access DOCCS’ ITS staff will 
have. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

Securus’ Oracle System, RightNow, maintains all Family & Friend records. Family & Friend 
records are not managed at the site level but at the Family & Friend Billing Telephone 
Number or Securus Internal account number. 90% of Family & Friend issues are fixed 
within a First Call Resolution. The remaining 10% of issues not resolved via First Call 
typically handled within 3 to 4 business days. Due to PCI compliance Family & Friend 
account information is not available for sites to access. 

The Securus Best-in-Class Service Offering 

The Securus product offering is like no other in the industry. Through our robust platforms, 
we offer more products and investigative applications than any of our competitors. The list 
below highlights a selection of Securus' comprehensive offering: 

 Inmate identification: biometric and/or security code validation 

 Calls on a prepaid or collect basis to friends and family members 

 Identity authentication of called party 

 Call restriction to certain parties (e.g., judges, jurors, witnesses, and victims) 

 Detection and restriction of unauthorized call forwarding 

 Real-time call monitoring capabilities 

 Real-time credit quality assessment of called party 

 Interface capabilities to many commissary and/or jail management systems 

Over the past 20 years, Securus has spent more than $100 million and devoted 300,000 
man-hours developing an advanced, packet-based network platform that provides many 
cost and service advantages for our customers. We have transitioned nearly 2,600 facilities 
to this advanced platform from inferior, legacy, Premise-Based systems that many of our 
competitors continue to use.  
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The Securus calling systems include: 

SCA Architecture 
(SCA) 

 Serves as the backbone of the Securus platform, which results in 
significantly lower operating and capital costs through its 
implementation 

 Comprises a robust data repository housing multiple data marts 
that each hold billions of bytes of stored information gathered 
from multiple sources 

 Delivers an intelligent retrieval system that retrieves and 
processes user requests through a cross-application, cross data-
mart retrieval process 

Secure Call Platform 
(SCP) 

 Services correctional facilities as well as inmates, friends, and 
family members 

 Offers networking functions, robust system and application 
stability and redundancy, heightened security features, user 
auditing, and password-specific utilities 

 Provides a proprietary, packet-based centralized calling platform 
widely recognized as the best in the industry 

Secure Connect 
Network (SCN) 

 Provides a packet-based, digital transmission system for all 
communications transport 

 Allows the Securus calling platform to provide real-time turn-
on/turn-off flexibility for most system features, 24x7x365 offsite 
monitoring, immediate system upgrades, and repairs from one 
central location 

SCP User Interface  Provides a single-point, easy-to-use user interface to all programs, 
applications, and services 

Prepaid Calling 
Programs 

 Offers calling services to facilities or their commissaries who then 
sell directly to the inmates.  

o Prepaid calling cards used by inmates 

o Domestic and international 

o Paperless, card-free prepaid calling solution for inmates 
(debit services) 

Securus Correctional 
Billing Services 

 Provides nationwide customer care and billing center dedicated to 
inmates' family members and friends, 24 hours per day, 365 days 
per year 

 Offers multiple payment options, including prepayment of 
charges, remittance directly to the local phone company, and 
credit card payments  

Additional Products 
and Services 

 Automated Information Services (AIS) 

 Email and voice mail services 

 Covert Alert services 

 Voice biometric products 
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 Sophisticated investigative tools 

 Jail management software 

 Video visitation 

 Contraband cell phone control 

 

Securus retains more than 98% of customers – the best in the industry – because we are 
committed to providing the best customer service to family members and friends of 
inmates.  Securus spent more than $2 million to build an in-sourced customer call center 
staffed by Securus employees rather than the poorly managed and highly inferior foreign 
call centers that our largest competitors use. Lastly, Securus Field Service Technicians are 
Securus employees (not contractors) who follow the strict guidelines our correctional 
facility customers demand. Many of our competitors use third-party contractors who might 
have other priorities. 

Inmate friends and family members can manage all phone services, video visitation 
services, and email services from www.secrusutech.net/friends or 
www.securustechnologies.com. 
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4.2.1        Toll-Free Access 

The vendor shall provide toll-free telephone access to knowledgeable customer service 
staff for at least the normal inmate telephone operating hours, which are currently 7:00 
a.m. to 11:00p.m. ET, 365 days per year. All customer service representatives must 
have access to up-to- date customer account information including at a minimum billing, 
payment and blocked call status and history. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

Securus is unique among its national competitors in offering an in-sourced, US-based call 
center to provide customer service to friends and family members of inmates. Our 200+ 
seat call center employs customer service representatives who are Securus employees, 
trained and managed to Securus’ standards. 

Live agent support is available to friends and family members seven days a week, 24 hours 
a day, and 365 days a year. 

 

 

4.2.2 Executive Order Number 26 
Bidders should review this executive order prior to submitting proposals. You may 
access the executive order on the Governor’s Web site: No.26 STATEWIDE LANGUAGE 
ACCESS POLICY In the event that translation/interpretation services are required for 
languages other than the Spanish language, the selected Contractor must agree to 
comply with any requests by DOCCS to provide documents or other assistance to allow 
for translation or interpretation to be conducted. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

4.2.3 Customer Account Access 
The vendor shall provide customers with secure web-based access to account 
information including billing, payment and blocked call status and history. Customers 
should be provided the capability to securely add funds to their pre-paid account online. 
The vendor must transfer all existing accounts at no cost to the account holders. 

Describe how your solution provides this functionality and explain its capabilities. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

Inmate friends and family members can manage all phone services, and email services 
from www.secrusutech.net/friends or www.securustechnologies.com. There is no charge 
for customers to transfer accounts to Securus. 
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4.2.4 Customer Outreach 
DOCCS meets periodically with inmate advocacy groups to discuss a variety of issues. 
The vendor’s representative(s) will be required to attend such meetings to discuss ITS 
related issues. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

 

4.2.5 Call Blocking 
The vendor must notify customers prior to initiating a block on collect calls. If a collect 
call account is in arrears and the vendor applies a block, the vendor must provide an 
opportunity for the customer to establish a pre-pay account. 

Provide details on how this will occur, at a minimum provide details for the 
following: 

• The steps initiated to contact the customer and describe how many 
and what types of attempts will be made 

• What procedures are followed 
• The timeframes between each step in the process 

• The specific reasons why a call is blocked 
• Any automatic processes that trigger a block 

• What are the procedures and timeframes for customers to remove a 
block 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

Securus sends low balance AdvanceConnect account notifications via text to a mobile 
device or an email address provided by the user. Securus also sends direct bill invoice due 
notifications via text or email. 

Securus also has outgoing message phone dialers for “low balance” and “invoice due” 
notifications. When they receive one of these calls, users can either fund an account or pay 
their bill via our interactive voice response system. If an account has been blocked because 
funds are low, or a bill is due, users can unblock their account through this convenient 
payment method. Users can also access Securus Online to pay bills and fund accounts. 

Upon payment verification, the blocked status is removed, and calls can begin processing 
immediately. 

Account Activator 
Securus completes as many calls as possible, and provides the inmate with descriptive 
prompts as to why a call might be blocked. One of our initiatives for completing every call is 
our Account Activator application. 
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For calls to numbers that can’t be billed with traditional collect billing methods, Account 
Activator allows a brief conversation to occur during the first call to that number and then 
requires the called party to set up an account to receive future calls. 

After the brief conversation, the inmate’s friend or family member is connected to Securus’ 
IVR in an attempt to set up a billing arrangement. During this time, the inmate is informed 
of the blocked status and requested to call at a later time while an account is set up for the 
called party. 

Automated Operator Services 
SCP includes an Interactive Voice Response (IVR) system that provides Automated Operator 
Services (AOS). This automated assistance uses clear and concise, professionally recorded 
voice prompts to establish call acceptance and to assist inmates and called parties 
throughout the calling process.   

When the called party answers the phone, SCP’s advanced answer detection triggers the 
call acceptance voice prompt. The called party hears, “Hello, you are receiving a collect call 
from [inmate’s name], an inmate at the [DOCCS facility]. This call is subject to monitoring 
and recording.” SCP then gives the called party the following menu options: 

 “To accept this call, press 1.” 

 “To refuse this call press 2.” 

 “To hear the rates and charges for this call, press 7.” 

 “To block future calls to your number, press 6.” 

Additional options provided by AOS include: 

Available Options to Called Parties Available Options to Inmates 

 Request a rate quote 

 Hear the name of the facility and inmate 
calling 

 Accept or reject the call 

 Request available balance of an 
AdvanceConnect account or available credit 
of the Direct Bill account 

 Hear instructions on how to add more 
money to their prepaid account or pay their 
Direct Bill Account 

 Connect to a live agent to setup a pre-paid 
account 

 Choose to hear the prompts on the system in 
English, or the language selected by the 

 Listen to prerecorded 
announcements 

 Choose to place a collect or debit call; 
if debit, PIN entry is requested, the 
inmate hears the available balance in 
their account and the cost of the call 

 Select a specific language at the 
beginning of the call (if configured) 

 Acknowledge that the call is going to 
be monitored and recorded 

 Hear available call time (prompt will 
tell the inmate call time limits based 
on calling schedules or calling 
restrictions) 
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Global Lists – Number Blocking  

 
 

Call Termination Warning 

The Securus call termination warning provides the inmate and the called party notifications 
of call termination, and to notify why a call is blocked or not completed, by voice prompt 
one minute before the end of the pre-programmed call time limit.  All call records contain a 
reason for termination code indicating why each call ended. Examples of termination 
reasons are: 

 “The person you called has hung up.  Goodbye.” 

 “Your call was answered but positive acceptance was not received from the called 
party possibly indicating an answering machine.  Goodbye.” 

 “The number you called is busy.  Please try again later.  Goodbye.” 

 “The number you dialed was not answered.  Goodbye.” 

 “No third party calls are allowed.  This call is being terminated. ” 

 “Your PIN is inactive.  Please hang-up and try your call again at a later time. ” 

 “Thank you for using [brand name] {Securus}.” 

 “No calls are allowed at this time.  Goodbye.” 

 “Your call was not accepted.  Goodbye. 

 “You have entered an invalid response, please hang up and try your call 
again.  Goodbye.” 

 “Your allowed numbers list is full.  Goodbye.” 

 “The number you dialed is not on your approved calling list.  Goodbye.” 

 “This call is being terminated by the facility.  Goodbye.” 

 “The prepaid account balance is lower than needed to place this call.” 
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 “You do not have sufficient funds to continue this call. Please hang-up and try your 
call again at a later time.” 

 “Please hang-up and try your call again at a later time.” 

 “That is not a valid mail box id.  Thank you for using {product name}.  [example: the 
Crime Tip System] .” 

 “The number you dialed is blocked from receiving collect calls at this 
time.  Goodbye.” 

 “The number you dialed is blocked from receiving calls at this time.” 

 “Your account has been suspended.  Goodbye.” 

 “That number is restricted.  Goodbye.” 

 “The number you dialed was not answered.  Goodbye.” 

 “You have entered an invalid telephone number.” 

 “Your PIN is not authorized for use at this facility.” 

 “That is not a valid PIN number.  Your account information cannot be verified at this 
time.  Please hang-up and try your call again at a later time.” 

 “You have reached your maximum number of calls allowed.” 

 

Instant Pay™ Program  

As an option, DOCCS can implement Securus’ Instant PayTM Program.  When an inmate at 
your facility attempts to make a call, our validation system will attempt, through multiple 
means, to connect the call. If the called party does not have a prepaid or post-paid accunt 
established with Securus, or we are unable to process the call due to local phone company 
or other restrictions, the call will route to our Instant Pay™ platform. Called parties will be 
given the option to receive and pay for a single call immediately using one of our Instant 
Pay™ options rather than be blocked. With Instant Pay™, called parties hear a promotional 
messaging offering the following options: 

 Pay Now™ – Provides the called party with a 20-second promotional call every 15 
to 30 days at no charge and then offers the option to Pay Now™ using a credit or 
debit card. The called party also has the option to be transferred to our Customer 
Service Center to open a prepaid, AdvanceConnect™ account. 

 Text2Connect™ – Connects a promotional call made to a mobile phone through 
the acceptance of a premium SMS text message. The called party’s mobile provider 
charges for the message their mobile phone bill. The called party receives a text 
message receipt for the SMS text message and is given the option to learn how to 
open a prepaid AdvanceConnect™ Account. Text2Connect™ is available through our 
third-party processor who maintains relationships with select mobile phone 
companies around the country and manages the connection. 
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The Instant Pay™ Program with Pay Now™ and Text2Connect™, from Securus, is unlike any 
competitive solution because it enables an inmate’s critical “first call.” The program also 
creates more prepaid accounts, completes more calls that others cannot, and allows 
detainees to bond out quicker and more effectively. The Instant Pay™ program’s ability to 
connect almost any call results in increased revenue and reduced administrative burden 
for our facility customers. 

 

 

4.2.6 Vendor Account Policies 
Identify in the proposal all policies including, but not limited to, call limits, billing amount 
limits, collect or pre-payment caps, and call-blocking criteria they plan to apply to 
customer accounts. DOCCS reserves the right to accept or reject any or all proposed 
policies. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

Securus will work with DOCCS to establish policies for call limits and call-blocking criteria.   

We offer three different methods for receiving calls: 

 AdvanceConnect / Prepaid account. There is no imposed threshold set on a prepaid 
account.     

 Direct-billed account.  A credit check may be required and a credit limit is 
established if a customer chooses to have a direct billed account. The customer will 
receive either a $300 or $100 spending limit for a 30 day period. If the credit check 
results do not qualify for a direct-billed account, the customer needs to establish a 
prepaid account. 

 Local Exchange Carrier (LEC)-billed account. Customers that are LEC-billed are 
subject to Securus risk management practices that specify the credit and usage 
limits for each billed telephone number. Our process assigns each number a 90-day 
PVP (payment verification point) which establishes a spending limit for that period 
(which can be up to $900). If usage during that period exceeds the assigned limit, or 
if a high-velocity threshold (e.g. >$60 of usage in a 24 hour period), the called party 
will be required to contact our Customer Service organization to avoid future call 
blocking. This advanced ability allows Securus to extend the maximum credit to the 
called party so that they do not have to set-up an account with us to receive calls. It 
further helps to limit fraud—keeping your constituents safe. 
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4.2.7 Vendor Policy Changes 
The vendor must notify DOCCS and the customers (all account holders) before 
implementing policy changes including, but not limited to, call limits, billing amount limits, 
collect or pre-payment caps and call-blocking criteria. All policy changes must be pre-
approved by DOCCS and the appropriate regulatory authority. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 

4.2.8 Aggregated Billing Account for DOCCS-Approved Organizations 
During the term of the contract, DOCCS may identify individuals or organizations that 
are approved to receive, at no additional charge, a single monthly bill for multiple accounts 
with billing detail at the individual account, groups (i.e. location specific) and master 
account level. 

Describe how such billing will be performed, and identify any limitations 
associated with such aggregate billing. Include a sample bill reflecting monthly 
billing for individual lines, groups of lines and the master account. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

 
Securus has over 30 years of billing experience in the correctional marks and has focused 
on improving the customer’s experience.  Securus Omni-commerce is a strategy that 
delivers a seamless customer experience through all available channels.   Securus 
multichannel approach to sales seeks to provide the customer with a seamless experience 
whether the customer is online from a desktop or a mobile device, by telephone.   

Securus offers Family and Friends two type of billing options AdvanceConnect / Prepay and 
Direct Bill. 

• AdvanceConnect/Prepaid account: There is no spending limit set on a prepay 
account. The customer makes the choice as to how much he or she wants to spend 
and how much money to put in the account. Prepayment does not require a 
minimum payment.  To control credit card fraud the maximum funding amount per 
transaction is $50.00 and can be negotiated at contract award.  Additionally; 
customers (family and friends) can now pay for a single call without prior to 
establishing and account or when funds are depleted in the AdvanceConnect 
account.   

o Chargebacks or Credit Card reversals are deducted from the 
account.   

o Ongoing, the account is restricted to cash only funding.  
Acceptable payment processors are Western Union, Money Gram, 
money order or cashier’s check 

• Direct-billed accounts by Securus: Securus offers direct billing as an option to our 
end user customers. A direct-billed account allows collect calls to be billed monthly 
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directly from Securus Correctional Billing Services. To set up a direct-billed account, 
the inmate’s family or friends member  provide Securus Correctional Billing 
Services with their billing telephone number, name, and address, and are  subject 
to a credit check (as allowed by state regulations).  Securus does not restrict its 
direct billed option to businesses and attorneys. 

Family and friends have 28 days from the invoice date to pay their direct bill.  
Accounts are past due on day 29 and Securus will block calling to the billed number 
until the account is paid in full.  Securus does not charge a non- refundable deposit 
or charge for and account that has not been paid within thirty (30) days of bill due 
date.  Securus does not change a bill processing fee for the monthly statement. 

Non-payment Direct Bill (Collect) block –removed immediately upon receipt of 
payment.   

Direct Billed customers exceeding their monthly collect calling credit limit can 
reduce their balance owe, and drop below their credit limit by making a payment, at 
any time.  When the amount owed is below the credit limit the account is 
immediately unblocked.   

Securus will convert Direct Billed accounts, 7 days past due, to AdvanceConnect / 
Prepay. 

• In addition, should the facility choose to implement an inmate-owned prepaid 
calling options, such as debit or prepaid calling cards, these calls would connect 
regardless of any AdvanceConnect or Direct Bill restrictions.  Inmates may call 
individuals that do not have an AdvanceConnect or Direct Bill account improving 
the inmate experience and increasing the NY DOC’s revenue. 

• Maximize calling opportunities for inmates and their families and friends. 

 

AdvanceConnect AutoPay – When a customer register to use AutoPay with 
their AdvanceConnect account, their credit card is automatically debited, by a 
user’s selected preset amount, when the account balance drops below the 
user’s  preset amount.   The Payor will receive a text notification with 
payment confirmation.  

AdvanceConnect TextPay - When a customer register to use TextPay with 
their AdvanceConnect account, they will receive a text notification that will 
give them the option to fund their AdvanceConnect account immediately 
with a preset amount of their choice by responding with the word PAY. The 
Payor will receive a text notification with payment confirmation. 
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Text Alerts and Notifications services assist Family and Friends 

a.  AdvanceConnect Low Balance Notification 
b. Direct Bill Invoice Due Notification 
c. AdvanceConnect auto Pay Payment Notification 
d. AdvanceConnect TextPay Notification 
e. Direct Bill TextPay Notification.   

 

• Billing Accuracy:  Securus prides itself on Billing Accuracy 
 
 Securus subscribes to KFR Services, Local Calling Area Data, an industry 

standard and acknowledged telecommunications professional 
source.  Monthly, Securus updates the local calling tables to ensure the 
highest level of accuracy and remain compliant with our tariff filings. 

 Securus Subscribes to the Terminating Point Master (TPM) produced by 
iconective / Telcordia Technologies, Inc., the industry recognized source for 
touting and rating data.  This data covers the United States and U.S. 
Territories, Canada, and Certain countries in the Atlantic and Caribbean. 

 To ensure proper rating Securus follows a rigorous auditable change 
management process.  No rate can take place without Vice President and 
Regulatory approval.  Annually a third party auditor, Montgomery Coscia 
Greilich LLP audits Securus Compliance with all rates and compliance with 
tariffs. 

Securus is unique among its national competitors in offering an in-sourced, US-based call 
center to provide customer service to friends and family members of inmates. Our 200+ 
seat call center employs customer service representatives who are Securus employees, 
trained and managed to Securus’ standards.  

Live agent support is available to friends and family members seven days a week, 24 hours 
a day, and 365 days a year.  

Customers can use our toll-free number (1-800-844-6591) to either speak to a live agent or 
use an intuitive, automated interactive voice response system to help them with their 
needs. For added convenience, we also offer personal account access via our website 
(www.securustechnologies.com). End-users can also now access Securus customer service 
via online “chat” 24 hours a day, seven days a week. 

Our friendly and knowledgeable agents can help customers with: 

 Setting up and funding accounts 

 Making payment arrangements 
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 Obtaining information on credit limits 

 Resolving complaints 

 Blocking and unblocking numbers 

 Reviewing call durations and history 

 Learning about MoneyGram® options 

 Learning about Western Union® options 

 Receiving information on new services 

 Confirming originating facility 

 Reviewing account balances 

 Answering questions and helping customers with refund requests 

 Managing account notifications 

Customer Satisfaction 

Our customer service agents are highly trained on ITS issues and in satisfying the specific 
needs of called parties.  We offer both English speaking and Spanish speaking agents. 

We diligently survey our customers and measure satisfaction ratings to find ways to 
improve our service levels.  Our customer satisfaction scores for our call center are 20 
percent higher than the industry standard. 

Maximize Calling Opportunities 

Securus is unique among its national competitors in offering an in-sourced, US-based call 
center to provide customer service to friends and family members of inmates. Our 200+ 
seat call center employs customer service representatives who are Securus employees, 
trained and managed to Securus’ standards.  

Live agent support is available to friends and family members seven days a week, 24 hours 
a day, and 365 days a year.  

Customers can use our toll-free number (1-800-844-6591) to either speak to a live agent or 
use an intuitive, automated interactive voice response system to help them with their 
needs. For added convenience, we also offer personal account access via our website 
(www.securustechnologies.com). End-users can also now access Securus customer service 
via online “chat” 24 hours a day, seven days a week. 

Our friendly and knowledgeable agents can help customers with: 

 Setting up and funding accounts 

 Making payment arrangements 

 Obtaining information on credit limits 

 Resolving complaints 
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 Blocking and unblocking numbers 

 Reviewing call durations and history 

 Learning about MoneyGram® options 

 Learning about Western Union® options 

 Receiving information on new services 

 Confirming originating facility 

 Reviewing account balances 

 Answering questions and helping customers with refund requests 

 Managing account notifications 

Assurance of Accuracy in Billing and Customer Satisfaction 

Our customer service agents are highly trained on ITS issues and in satisfying the specific 
needs of called parties.  We offer both English speaking and Spanish speaking agents. 

We diligently survey our customers and measure satisfaction ratings to find ways to 
improve our service levels.  Our customer satisfaction scores for our call center are 20 
percent higher than the industry standard. 

There are no limitations at this time.  Terms are Net 30. 

Below is a sample bill reflecting monthly billing for individual lines, groups of lines and the 
master account.  Securus will develop a bill for DOCCS to the example. 
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END OF SECTION 4:   CUSTOMER SERVICE 
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5 Performance Standards 
   

      Service Objectives 

The vendor must provide services that meet the performance levels delineated below. 

Describe what steps will be taken to meet or exceed DOCCS’ performance and service-
level objectives for the Inmate Telephone System: 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

Securus provides highly reliable service from initial system design and installation through 
ongoing maintenance and support. Our service and maintenance program includes 
integrated remote programming, diagnostics, downloading, and troubleshooting 
capabilities. Securus does not charge for maintenance, support, training, and repair of 
system software and equipment.  

The local Securus service and account management team provide support 24 hours per 
day, seven days per week, and 365 days per year (24x7x365). The local team of Securus 
employees has demonstrated their dedication to the counties in the state of New York. 

The Securus organizational structure has proven to deliver excellent service and 
technological innovation. Accountability, standards of excellence and leadership begin at 
the top of the organization with the Securus executive leadership team and filters down to 
each associate in the company. Each team member has a personal commitment to 
delivering outstanding customer care, service excellence and the creation of powerful 
applications and tools to meet our customers’ needs. Our goal is to form long-term 
partnerships with our customers. We develop new applications to help customers run their 
business through a deep understanding of their needs. 

Network Operation Center 
The Securus employees continuously monitor our Secure Calling Platform (SCP) from our 
Network Operations Center (NOC) at our headquarters in Dallas, Texas. The NOC is staffed 
24x7x365 by network experts certified in the systems and software used to monitor all SCP 
functions and equipment, as well as the associated network. The NOC maintains failure 
reports, service history, and other diagnostic information, which are available to the County 
when requested. 

The SCP platform provides continuous online supervision and diagnostics — as well as 
offline system access — for advanced programming, diagnostics, troubleshooting, and call 
traffic analysis. The Securus service center personnel can access the SCP advanced 
diagnostics and program control for failure reports, service history, and other diagnostic 
information. 
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The NOC reports any actions required to prevent or repair any outages to each Securus 
employee supporting DOCCS. Securus will follow DOCCS protocols for communicating 
outages or repair actions in the unlikely event they occur.  

Securus Network Operations Center in Dallas, TX 

Premium Network Monitoring Capabilities 

Securus proactively identifies potential system and network abnormalities through 
SolarWinds® suite of network performance monitors. This software allows Securus 
personnel to monitor all hardware, software and system metrics continuously. 

Through network monitoring Securus can:  

 Proactively repair systems to prevent outages. Many times corrections are 
made before a facility is aware of a problem. This means less downtime and 
increased system reliability for the facility.  

 Alert remote or on-site engineers of system threshold inconsistencies or 
alarms. The NOC communicates with engineers through e-mail, short message 
service (SMS), or directly through a wireless phone to address the issue. 

 Receive real-time alerts when the system detects an error. Monitoring 
identifies if network elements exceeded established thresholds and alerts Securus 
personnel of possible carrier network issues.  
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 Ensure sufficient resources are in place. The Securus capacity engineering team 
reviews call traffic volume reports and storage requirements throughout all 
systems to ensure sufficient network capacity. 

 Centrally monitor calling traffic to determine increases or decreases in the 
number of telephones. With DOCCS agreement, the service and operations team 
will install additional telephones when required. 

Remote Programming, Diagnostics, and Troubleshooting 

The Securus NOC uses monitors the SCP platform and our network. The NOC can contact 
the Technical Support Center (TSC) if it determines that another level of technical support is 
needed to address an issue. This action could involve dispatching a Field Services 
Technician to a DOCCS facility. 

Technical Support Center 
In 2009, Securus made a strategic decision to centralize management of all technical 
support. Today, Securus provides superior customer service capabilities from a state-of-
the-art technical support center located in Dallas, Texas. 

Approximately 50 technical professionals staff the Securus Technical Support Center (TSC) 
which handles approximately 8,000 inbound queries per month. The TSC provides a single-
point-of-contact for Securus customers for issues ranging from minor maintenance issues 
to service outages. Clients can contact the TSC 24x7x365 by any of the following convenient 
methods:  

 Telephone – 866-558-2323 

 E-Mail – technicalsupport@securustech.net 

 Fax – 800-368-3168 

 Web portal - http://www.securustech.net/facility/Default.asp 

The technical service center offers our clients: 

 Technical support and field dispatch 24x7x365 

 Fully trained staff of support professionals to answer calls 

 Trained professionals to provide quick problem resolution and a higher level of 
customer service 

 Service event tracking to drive resolutions 

 Prioritized calls and analyzed reports to ensure achievement of Service Level 
Agreements  

 Certified technicians to provide quick problem resolution 

 System and individual site connectivity monitored 24x7x365 
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24x7x365 Securus Technical Support Center 

Securus technicians receive internal Securus certifications, based on our business and the 
products and services we support.  

Service Levels 

When a facility calls Securus, an event tracking system assigns a trouble ticket, with one of 
three initial priority levels—P1, P2, or P3. Each level is designed to address specific system 
events and has a prescribed resolution timeline and escalation procedure. In all cases, 
Technical Support will respond to the customer within the required timeframe. 

Priority 1 Service Level (DOCCS Levels 1 & 2) 

A Priority 1 (P1) assignment—our highest priority assignment—occurs when a system event 
adversely affects 30 percent or more of system functionality. Examples of P1 service 
assignments include:  

 Voice prompts not operating 

 Features are not operating appropriately 

 CD-burning abilities disabled 

 Live call monitoring is not operating appropriately 

 SCP access denied 
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 All phones out-of-service 

The response time for a P1 event is two hours. If a dispatch is not required, Securus 
notifies the facility upon issue resolution. If a dispatch is required, Securus contacts the 
facility and provides an estimated time of arrival.  

A P1 event escalates to: 

 Technical Support Department 

 Technical Support Manager 

 Technical Support Director 

 Regional Field Manager  

 Executive Director of Service 

If the problem resolution is delayed, escalation procedures within the Securus 
Management Team are activated to ensure appropriate resources are allocated to resolve 
the problem. 

Priority 2 Service Level (DOCCS Levels 3 & 4) 

A Priority 2 (P2) assignment—our mid-level priority assignment—occurs when a system 
event adversely affects 5 to 29 percent of system functionality. Examples of a P2 service 
assignment include problems or errors with related to:  

 Workstation 

 Specific system ports 

 Local Exchange Carrier (LEC) circuits 

 Unblocks 

 Blocked numbers 

 Missing call detail records (CDRs) 

 Call searching 

The response time for a P2 event is 24 hours. If a dispatch is not required, Securus 
notifies the facility upon issue resolution. If a dispatch is required, Securus contacts the 
facility and provides an estimated time of arrival.  

P2 events escalate to the Technical Support Department. 

Priority 3 Service Level (DOCCS Level 5) 

A Priority 3 (P3) assignment—our lowest priority assignment—occurs when a system event 
adversely affects 5 percent or less of system functionality. System events adversely 
affecting some of available facility phones. Examples of P3 service assignments include:  

 Static on the phone 
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 A party’s inability to hear 

 An inmate’s inability to dial 

 A broken phone 

 Non-functioning dial pad 

 Non-functioning cutoff switches  

 An inability to generate reports 

The response time for a P3 event is 72 hours. If a dispatch is not required, Securus notifies 
the facility upon issue resolution. If a dispatch is required, Securus contacts the facility and 
provides an estimated time of arrival.  

P3 events escalate to the Technical Support Department. 

Escalations 

If a dispatch is not required, Securus notifies the facility upon issue resolution. If a dispatch 
is required, Securus contacts the facility and provides an estimated time of arrival.  

The supervisory escalation chain is: 

• Technical Support Department 

• Technical Support Manager 

• Technical Support Director 

• Regional Field Manager 

• VP Service and Technical Operations 

Centralized Services Operations Model  

All Securus services and operations are managed centrally, from our Service and 
Operations organization in Dallas, Texas. The Operations team’s responsibility is 
supporting external customers, including Customer Service, Field Services, Installation and 
Engineering, and Technical Support. The Support Services team provides internal support 
services including Quality, Training and Customer Satisfaction, and Reporting and Analysis.  

Call Routing 

The TSC manages the flow of inbound calls through a call distribution system that routes 
calls directly to our support technicians in a skills-based, platform specific manner. Securus 
establishes response times and service level agreements that accomplish our key objective 
of providing timely resolution to each request. Service calls are answered 24x7x365 by live 
technicians to provide timely and quality customer service.  
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Trouble Ticketing Process 

 
 

In all instances, service will be requested through the TSC and field service personnel will 
be dispatched through trouble ticketing system to ensure documentation and timely 
resolution of all service tickets.  

Event Tracking System  

The Securus event tracking system logs, tracks, manages, and assures an appropriate 
response to all service requests. The service request generates a unique trouble ticket 
number linked to each facility’s service history and provides real-time updates. Each ticket 
has a priority level assignment, which drives diagnosis and response processes. The 
support technician performs initial problem diagnosis and isolation procedures, 
determines the nature of the problem, and resolves the problem or engages the 
appropriate party for problem resolution.  

The TSC maintains ownership of all service requests and responsibility for the escalation 
and update functions. Every effort is made to resolve problems remotely and within the 
framework of resolution timeframes. However, if the problem requires on-site service, a 
technician is dispatched. Securus will contact the facility to arrange for the on-site service at 
the convenience of the facility.  

County facilities can also open and track trouble tickets through our convenient facility 
portal. 
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Facility Portal 

Securus provides customer facilities with one of the only anywhere, anytime, single-point-
of-access customer portals in the industry. Approved users can access all calling activity, 
including all call detail reports. The Facility Portal also serves as the user interface to the 
Securus electronic trouble ticket system. Authorized users can initiate trouble tickets for 
repairs, track the real-time ticket status, and generate current and historical reports of 
trouble tickets with the Facility Portal. The facility Portal generates a tracking number for 
each ticket opened. Users can search for service tickets by ticket number or by date search. 
All updates are sent electronically in real-time to the originator of the ticket, as well as to 
the County designee. 

 

Open Service Ticket 
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Ticket Detail 

 
 

Facility Portal Reports 

County users can view or download several reports from the Facility Portal: 

• Calling Activity Report – This report provides details on the number and type of 
calls made from a telephone number at the facility.  

• Call Type Summary Report – This report provides details on the number and type 
of calls made from a specific telephone number at the facility. Calls will be broken 
down by local, intraLATA, interLATA and interstate.  

• Daily Call Volume Snapshot – This report shows a daily snapshot of calls and 
minutes compared to the daily average  

• Monthly Call Frequency Chart – This chart details the most frequently called 
numbers from the facility.  

• Preliminary Monthly Revenue Report – This report details all calls, minutes and 
revenue for a specific date range. 

• Preliminary Daily Revenue – This report details all calls, minutes, and revenue for 
a specific date.  

• Investigation Tool – This tool allows for tracking of a specific dialed number from 
any of the approximately 2,600 facilities serviced by Securus. 
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The Securus Field Services Team 
The Securus Field Services organization is one of the largest in the inmate phone system 
industry. Our team consists of approximately 150 Field Service Technicians (FSTs) located 
throughout the United States, including a team to support the systems in New York. Our 
teams have expanded based on our growing customer needs.   

Our field services team installs and maintains inmate phone systems for approximately 
2,600 facilities and a million inmates in 47 states. The Securus Field Operations Director 
manages three Regional Service Managers who possess more than 60 years of combined 
field service experience.  

Field Service Technicians  

Securus requires that all FSTs have an extensive telecommunications background and tests 
each applicant before employment. Additionally, FSTs receive extensive Securus training 
and certifications to support our product offerings.  

FSTs respond to critical issues within four hours (or less if required by specific County 
requirements). The technician is required to follow a structured technical and management 
escalation process if they are unable to isolate the problem within four hours. Our 
integrated support model keeps our centralized technical support team engaged through 
problem resolution. FSTs and the technical support team have direct access to product and 
development engineers, enabling them to expedite repairs and minimize customer 
downtime. 

Securus field service technicians maintain a working level of spare parts for minor repairs 
consisting of telephone sets, handsets, dials, and replacement circuit boards, either on-site 
or in their truck. If a technician does not have a required part, Securus will drop-ship the 
item to the site. Securus will ship counter-to-counter on the same day in critical situations.  

Field Service Manager 

In addition to FSTs, Securus customers are supported by field service managers who: 

• Conduct remote visits via phone bimonthly. Based on information obtained from 
call, a trouble ticket may be opened  

• Work with the account team quarterly to evaluate contract progress with the 
County  

• Provide the facility with applicable site information that assists them based on the 
account profile 

• Monitor ticket traffic 

• Resolve escalation issues, as needed. 
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Each field service manager possesses the skills required to perform the duties of the field 
service technician and can provide additional or backup support as needed. 

 

Service Parts 

Securus field service technicians maintain a working level of spare parts for minor repairs 
consisting of telephone sets, handsets, dials, and replacement circuit boards, either on-site 
or in their truck. If a technician does not have required a part, Securus will drop-ship the 
item to the site. Securus will ship counter-to-counter on the same day in critical situations.  

Quality 

Securus sends an e-mail customer satisfaction survey to the primary site contact following 
each service event. Customer concerns are immediately escalated to the Regional Service 
Manager and the National Service Director. The Regional Service Manager is required to 
contact the customer within 24 hours to better understand the concern and implement a 
correct action plan. Securus executives 
review the summary of each issue along with 
the corrective actions on a monthly basis. 
Our current survey results show 94% 
satisfaction with Field Service with 77% 
indicating they were “delighted” with the 
service they received.  

Implementation 

Our preliminary implementation plan 
includes transitional meetings that detail the 
setup of proposed applications and tasks 
associated with the transition from the 
current system to Securus’ Secure Call 
Platform (SCP). Securus has extensive 
experience preparing locations for system implementation without disrupting the facility’s 
existing service. All hardware, phone lines, and workstations will be in place before 
replacing the telephone instruments and cutting over to SCP. 
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5.1.1 Facility Service Objectives 
A. Equipment 

1. Installation: Time from vendor receipt of order to working installed 
equipment. 

Performance Standard:  20 calendar days 
2. Maintenance: Monthly Meantime to Repair 
Performance Standard:  8 hours 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

Securus field service technicians maintain a working level of spare parts for minor repairs 
consisting of telephone sets, handsets, dials, and replacement circuit boards, either on-site 
or in their truck. If a technician does not have a required part, Securus will drop-ship the 
item to the site. Securus will ship counter-to-counter on the same day in critical situations. 

For equipment replacement orders we strive to meet the same performance standards as 
our MTTR SLAs in the table below. 

 

•  Meantime To Repair SLA’s: (Based on severity of issue - from first contact till resolved) 

Priority 
SVV/ConnectUs 
Related Issues 

All Other 
Types Description 

1 4 Hours 2 Hours 30% or more system functionality adversely affected 

2 12 Hours 24 Hours 5%-29% system functionality adversely affected 

3 24 Hours 72 Hours Less than 5% system functionality adversely affected 

4 36 Hours 72 Hours All other system issues 

 
 

B. System Software 

1. Updates/new releases:  Time from availability to system-wide deployment 
Performance Standard:  6 months 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

When designed our centralized platform, one of our chief objectives was deploying a 
system that provided upgrades to all customers at regular intervals with no downtime. We 
achieved that objective with SCP. Securus provides upgrades to all of our customers three 
to four times annually through a proven and tested after hours process that allows all sites 
to immediately realize the benefits each upgrade. Our system delivers proven features 
driven by input from the most recognized corrections and law enforcement agencies in the 
nation. 
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Securus performs three to four software upgrades and releases each year, which easily 
falls under the prescribed Performance Standard. 

 

C. Network 

2.   Service:  Monthly Availability (entire system) 

Performance Standard:  99.99% (7x24x365) 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

The Securus Secure Call Platform (SCP) has been available since February 2006 and has 
never experienced a total system failure lasting more than 24 hours. SCP is currently 
installed and operated at more than 2,200 customer sites. Our Network Operations Center 
(NOC) is dedicated to monitoring and measuring the performance of SCP. When outages 
occur, our NOC staff handles them quickly to limit customer impact. 

The following statistics show the most recent SCP uptime through July 31, 2016: 

2012 Performance: 

 SCP User Interface Availability 99.929% uptime 

 SCP Platform Availability  99.983% uptime 

 SCP Network Availability  100% uptime 

2013 Performance: 

 SCP User Interface Availability 99.986% uptime 

 SCP Platform Availability  100.00% uptime 

 SCP Network Availability  99.994% uptime 

2014 Performance: 

 SCP User Interface Availability 100.00% uptime 

 SCP Platform Availability  100.00% uptime 

 SCP Network Availability  100.00% uptime 

2015 Performance: 

 SCP User Interface Availability 99.828% uptime 

 SCP Platform Availability  99.865% uptime 

 SCP Network Availability  99.885% uptime 
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2016 Performance (as of July 31, 2016): 

 SCP User Interface Availability 99.992% uptime 

 SCP Platform Availability  100.00% uptime 

 SCP Network Availability  100.00% uptime 

 

5.1.2 Customer Service Objectives 
A. DOCCS as customer 

1. Service 
a. Resolution Rates 

Performance Standard: >70% of calls resolved on first call 

b. Wait times 
Performance Standard: Monthly mean wait time < 60 seconds 

c. Access to technical support 
Performance Standard: Within 10 minutes 100% of the time 

2. System Availability per site: Monthly Availability within operational hours. 

Performance Standard: 99.9% 
 

3. Data Transfer and availability 
a. Timing 

Performance Standard: Occurs within scheduled window 
98% of the time 

b. Accuracy 
Performance Standard: 98% of transfers complete and correct 
on first transfer; 100% on second transfer. 

4. Inmate Calls 
a. Drops and Disconnects 

Performance Standard: Less than 2% per site per month 

b. Voice Quality 
Performance Standard: Meet quality standard 99% per month 

c. Complaints 
Performance Standard: Less than 5% of average annual 
population per month 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
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B. Inmates, family & friends as customers 

 
1. Service 

a. Resolution rate 
Performance Standard: >70% of calls resolved on first call 

b. Wait times 
Performance Standard: Monthly mean wait time <60 seconds 

c. Abandoned calls 
Performance Standard: Not to exceed 10% of calls per month 

d. Complaints 
Performance Standard:  Not to exceed 5% of accounts per year 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 
 



 

 
SECURUS Technologies  452 

     
Resolution of Reported Problems 
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DOCCS has established priority levels 1-5 for problem reporting. Level 1 problems shall be 
the highest priority and level 5 the lowest. DOCCS has the sole authority to determine the 
priority level of each reported problem and to determine if the problem has been resolved 
and the issue closed. Resolution time is based on a 24-hour-per-day basis, 365-days-per-
year service. 

Describe what steps will be taken to meet or exceed DOCCS’ problem resolution 
objectives. 

SECURUS HAS READ, AGREES AND WILL COMPLY WITH THIS REQUIREMENT. 

Securus provides superior customer service from a state-of-the-art operations center 
located in Carrollton, Texas. More than 50 technicians staff the Securus Technical Support 
Center (TSC) to ensure prompt problem resolution. The average tenure of our support 
management is five years and our technicians average four years.   

The Securus TSC serves as a single point of contact for facility staff to request service 24 
hours a day, seven days a week, 365 days per year. There are four ways to contact the 
TSC:   

 Telephone:  866-558-2323 

 E-Mail:  technicalsupport@securustech.net 

 Fax:  800-368-3168 

 Web portal @ http://www.securustech.net/facility.asp 

The TSC uses a call distribution system to manage the flow of inbound customer calls 
automatically routing calls directly to our support technicians in a skills-based, platform 
specific manner. Securus establishes response times and service level agreements that 
accomplish our objective of providing timely resolution to each request.  

Technicians assign each service request one of three initial priority levels, each with 
resolution and escalation timelines. Every effort is made to resolve the problem remotely 
within the designated timeframes, and Securus resolves most service requests during the 
initial request. If necessary, a field service technician is dispatched to the facility to expedite 
resolution.   

The TSC uses an event tracking system that logs, tracks, manages and assures appropriate 
response to all service requests. The service request generates a trouble ticket with priority 
level assignment that drives diagnosis and response processes. The support technician 
performs initial problem diagnosis and isolation procedures, determines the nature of the 
problem and either resolves the problem or engages an appropriate party for problem 
resolution. The TSC retains ownership of all service requests and is responsible for the 
escalation and update functions.   
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Service Response Times and Escalations 
Priority 

Level 
Service Priority 

Description 
Response 

Time 
Customer 

Communication 
Guideline 

Escalations 

P1 

(DOCCS 
Levels 1 

& 2) 

A P1 is our highest service 
level defined as 30% or 
more of the functionality 
of the System being 
adversely affected by the 
System Event. Examples of 
P1 service assignments 
would include items such 
as no voice prompts, 
features not operating 
appropriately, inability to 
burn CD’s, issues with 
listening to live calls, 
inability to access S-Gate, 
all phones down. 

2 hours  Securus 
Technical 
Support 
Center notifies 
the facility 
when the 
service issue is 
resolved 

 If a technician 
is required, 
Securus 
Dispatch or 
Field Service 
Technician 
contacts the 
customer with 
an estimated 
time of arrival 

 If response is 
delayed, escalation 
procedures within 
Securus’ 
Management Team 
are activated to 
ensure appropriate 
resources are 
allocated to resolve 
the service request 

 Technical Support 
Manager & Field 
Service Manager 

 Technical Support 
Director & Field 
Service Director 

 VP Service & 
Operations 

P2 
(DOCCS 
Levels 3 

& 4) 

A P2 assignment defined 
as 5% to 29% of the 
functionality of the System 
being adversely affected 
by the System Event.  
Examples of a P2 service 
assignments would 
include items such as 
workstation, specific 
system ports, LEC circuits, 
unblocks, block numbers, 
missing CDRs, call 
searching. 

24 hours  Securus 
Technical 
Support 
Center notifies 
the facility 
when the 
service issue is 
resolved 

 If a technician 
is required, 
Securus 
Dispatch or 
Field Service 
Technician 
contacts the 
customer with 
an estimated 
time of arrival 

 If response is 
delayed, escalation 
procedures within 
Securus’ 
Management Team 
are activated to 
ensure appropriate 
resources are 
allocated to resolve 
the service request 

 Technical Support 
Manager & Field 
Service Manager 

 Technical Support 
Director & Field 
Service Director 

 VP Service & 
Operations 

P3 
(DOCCS 
Level 5) 

A P3 assignment defined 
as less the 5% of the 
functionality of the System 

72 hours  Securus 
Technical 
Support 

 If response is 
delayed, escalation 
procedures within 
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being adversely affected 
by the System Event.  
Single and multiple 
phones related issues. 
Examples of P3 service 
assignments would 
include items such as 
static on the phone, a 
party not being able to 
hear, unable to dial, a 
broken phone, dial pad 
not working, cutoff 
switches not working, and 
inability to generate 
reports. 

Center notifies 
the facility 
when the 
service issue is 
resolved 

 If a technician 
is required, 
Securus 
Dispatch or 
Field Service 
Technician 
contacts the 
customer with 
an estimated 
time of arrival 

Securus’ 
Management Team 
are activated to 
ensure appropriate 
resources are 
allocated to resolve 
the service request 

 Technical Support 
Manager & Field 
Service Manager 

 Technical Support 
Director & Field 
Service Director 

 VP Service & 
Operations 

 

Overview 
Securus employs approximately 170 field service associates including 9 Regional Managers 
and a centralized Field Dispatch team to support our national customer base. The Field 
Service Technicians (FST) are strategically positioned to meet the response time 
requirements of our customer‘s and reside near each customer location. FSTs are all 
required to have extensive telecommunication background and are Securus-certified to 
service our product offerings. The FTSs have direct access to senior technical support and 
engineering resources to expedite repairs and minimize customer downtime.  

Workflow 

Once our centralized Technical support operation determines that an issue requires on-site 
service, our dispatch team contacts the assigned FST and establishes an estimated time of 
arrival. The Dispatcher or the FST immediately communicate the time of arrival to the 
facility. Upon arrival at the facility, the FST will meet with the primary site contact to review 
the problem and perform the necessary repairs. Repairs typically involve repairing or 
replacing a defective part or wiring or correcting configuration settings. 

Upon resolving the primary issue, the Field Service Technician will perform a system check 
to detect any unreported issues and conduct preventative maintenance checks while on-
site, including:  

• Cleaning out the system filters  

• Testing system features and functionality  

• Testing of individual phones 




